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1. INTRODUCTION 
 
The public’s ability to request emergency assistance is limited today by technology that is now more than 
thirty years old. As our ability to communicate continues to evolve, so must the way we use that ability to 
request emergency services. That is both a public expectation, and a public safety issue. At the same time, 
this movement forward gives us new tools to improve and facilitate those services. The state of 
Minnesota’s Department of Public Safety Network Modernization Project is an appropriate first step 
towards ensuring that Minnesota is prepared to address both goals. 
 
This report provides a general assessment of initiatives, strategies, and applications currently underway in 
the broader 9-1-1 community and trends throughout the country. It should be remembered, however, that 
such activity continues to grow and evolve in its own right. Therefore, this report is something of a 
current snapshot of the activity involved. The Department of Public Safety is encouraged to continue to 
monitor these deployments, initiatives, and applications—many of which may provide a good foundation 
for the design and deployment decisions the State may ultimately make. 
 
 

2. NEXT GENERATION 9-1-1 (NG9-1-1) ARCHITECTURAL 
ASSUMPTIONS 

 
Architectural assumptions are based on a variety of factors, including, but not necessarily limited to, next 
generation solutions and similar work being conducted in the broader world of telecommunications, 
coupled with specific work currently underway within the 9-1-1 community itself. Following is a brief 
description of those factors. For a more detailed understanding of the trends involved, readers are also 
encouraged to review in greater detail the many references cited. 
 
 

2.1. DRIVING FORCES 
 
Several years ago, Dale Hatfield, former Federal Communications Commission (FCC) Office Chief, 
described today’s 9-1-1 system as “...an analog technology in an overwhelmingly digital world.”1 
Generally, most of the current discussion within the 9-1-1 community regarding the need for migration to 
“next generation” 9-1-1 (NG9-1-1) systems builds on that theme, and proffers three major observations:  
the obsolesce of existing infrastructure; the evolving telecommunications industry that continues to foster 
a plethora of new communication services and devices; and, the opportunity that emerging Internet 
protocol (IP) technology will improve emergency communications. Over the last several years, a number 
of national initiatives have acknowledged these forces within the context of urging migration to more 
modern solutions. The FCC “Network Reliability and Interoperability Council (NRIC) Focus Group 1B,” 
for example, suggested that “. . . [t]he existing 9-1-1 infrastructure is based on technologies and 
conventions that were established over 30 years ago. The communications industry has adapted the 
infrastructure to business needs over time but has not been able to implement more advanced capabilities. 
                                                      
1  Hatfield, Dale N.  “A Report on Technical and Operational Issues Impacting the Provision of Wireless 

Enhanced 911.” October 2002. Available at:  http://www/fcc/gov/91/enhanced/reports. 

http://www/fcc/gov/91/enhanced/reports
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Thus, the infrastructure will not readily adapt to emerging communication products. Because the 
communications industry is moving toward packet data versus circuit switched communications, the 
existing infrastructure is a barrier to creating an integrated national emergency call management 
infrastructure.”2

 
As part of the same NRIC Council, Focus Group 1D noted that “. . . a critical weakness of current 
emergency communications systems is that agencies are isolated from each other. The only ubiquitous 
interoperability is via wireline telephones. That does not help emergency responders in the field, and it 
does not allow the sharing of data . . . With the right systems and tools, there could be faster, more 
informed and more efficient emergency responses.”3

 
More recently, the US Department of Transportation (USDOT) commenced a NG9-1-1 project designed 
to address related system network architectural design and transition matters. The first step in that process 
was the development of a “Concept of Operations” document “that provides a user-oriented vision of 
NG9-1-1.” As an introduction to that document, USDOT noted that,  
 
“. . . [t]rends in telecommunications mobility and convergence has put the 9-1-1 system at a crossroads. 
The growing market penetration of both cellular and Voice over Internet Protocol (VoIP) telephony have 
underscored the limitations of the current 9-1-1 infrastructure. The Nation’s 9-1-1 systems, based on 
decades-old technology, cannot handle the text, images, and video that are increasingly common in 
personal communications and critical to future transportation safety and mobility advances.”4

 
VoIP involves the routing of voice telephony over the Internet or any IP-based network. At one extreme, 
an analog telephone adapter may be connected to the Internet connection and an existing telephone jack in 
order to provide service very close to traditional telephone service. This type of fixed location service is 
generally offered by broadband Internet providers such as cable companies and telephone companies as a 
cheaper flat-rate traditional phone service. At the other end are services like Skype that rely on a software 
client on the computer in order to place a call over the network, where one user ID can be used on many 
different computers in different locations. The more mobile, flexible VoIP services offer substantial 
location challenges for 9-1-1 calls placed over those services. 
 
In final analysis, migration to NG9-1-1 reflects both a need to deal with new and growing  
technology-based challenges to emergency communications, coupled with a desire to take advantage of 

                                                      
2  Focus Group 1B.  “Focus Group 1B Report-Enhanced 9-1-1 Long Term Issues.”  FCC NRIC VII. Sept. 2004.  

4. http://www/nric.org/fg/index.html.  FG 1B specifically examined “Long Term Issues” for Enhanced 9-1-1.  
NRIC is a formal federal advisory committee, with the responsibility to provide recommendations to the FCC 
and to the communications industry that, if implemented, would assure optimal reliability and interoperability 
of wireless, wireline, satellite, cable, and public data communication networks. Periodic councils are organized 
to deal with specific sets of issues or subjects, within a broad charter. This council was the seventh council so 
organized, and included a significant focus on 9-1-1 matters. FG 1B specifically examined “Long Term Issues” 
for Enhanced 9-1-1. 

3  Focus Group 1D.  “Focus Group 1D Report – Communication Issues for Emergency Communications Beyond 
9-1-1.”  FCC NRIC VII. Dec. 2004. 3. http://www/nric.org/fg/index/html.  FG1D specifically examined 
“Communication Issues for Emergency Communications Beyond 9-1-1,” or first responder and downstream 
emergency communications. 

4  USDOT.  “Next Generation 9-1-1 (NG9-1-1) System Initiative:  Concept of Operations.” Intelligent 
Transportation Systems. April 2007.  7.  http://www.its.dot.gov/ng911/ng911_pubs.htm.   

http://www/nric.org/fg/index.html
http://www/nric.org/fg/index/html
http://www.its.dot.gov/ng911/ng911_pubs.htm
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the opportunities inherent in modernization. The public safety community cannot avoid the first, and 
many believe, has an obligation to pursue the latter. 
 
 

2.2. NEXT GENERATION TELECOMMUNICATION SYSTEMS 
 
Most discussion today surrounding next generation telecommunications is characterized by what the 
telecommunication industry calls “Next Generation Networking (NGN.)” NGN is a broad term focused 
on architectural “evolutions” in telecommunications core and access networks—evolution that will occur 
in a relatively short time frame (five to ten years). At the center of this discussion is the assumption (or 
desire) that all forms of communications (voice, text, data, and multimedia forms of data like video) will 
flow over common networks by being “encapsulated” in standardized data centric packets.5

 
In today’s evolving world of communications and entertainment, consumer services and related devices 
are constantly being developed, designed and converged towards a communication standard that is 
independent from the underlying physical connection. The cable network, for instance, first designed for 
transmitting television to the consumer, can now also be utilized for sending e-mail and surfing the Web. 
What is supporting this convergence is the ability to digitally breakdown any form of communication into 
so-called generic “packets” (like pieces of a jigsaw puzzle). Since these packets are digital, they can 
support any form of communication, regardless of the nature of media. Nor do they have to be delivered 
to a particular destination point via the same route. The nature of the IP puts them back together again 
upon delivery. 
 
According to the International Telecommunication Union (ITU), NGN “. . . is a packet-based network 
able to provide services including telecommunication services and able to make use of multiple 
broadband, QoS-enabled (quality of service enabled) transport technologies and in which service-related 
functions are independent from underlying transport-related technologies. It offers unrestricted access by 
users to different service providers. It supports generalized mobility which will allow consistent and 
ubiquitous provision of services to users.”  .6 The Internet, of course, is the best example of that type of 
network. 
 
To achieve or migrate to NGN, a number of things must occur, including: 
 
• The consolidation of historically dedicated transport networks into one core converged network  
• The moving away from today’s patched multimedia deployments riding on historical networks  
• The merging of fixed and mobile services7 
 
Fundamental to NGN is the separation of transport that provides customer connectivity and the  
customer-focused applications and services that ride on that transport. That separation allows services to 
be designed and provided to customers without impacting customer access to those services. It also means 
                                                      
5  For background, see: http://www.axis.com/documentation/whitepaper/ip_networks_basics.htm. 
6  ITU-T. “NGN Working Definition.” Viewed August 2007.  

http://www.itu.int/ITU-T/studygroups/com13/ngn2004/working_definition.html
7  This all implies a number of things, including the migration of voice services from a switched architecture to 

VoIP, along with legacy services like X.25 and Frame Relay to something like IP VPN.  It also implies a 
substantial coordination effort among a wide variety of standards development organizations (SDO) that 
historically have focused their efforts on specific service arenas. 

http://www.axis.com/documentation/whitepaper/ip_networks_basics.htm
http://www.itu.int/ITU-T/studygroups/com13/ngn2004/working_definition.html
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that the entity that provides customer access (e.g., a cable company) is not necessarily the same provider 
that provides telecommunication service applications (e.g., a VoIP provider). That conceptual difference 
may ultimately have substantial impact beyond the technical distinctions involved, particularly in terms of 
the public policy environment in which such services are provided. Those include, for example, but are 
not limited to, things like 9-1-1 cost recovery, how 9-1-1 and other service fees are applied and assessed, 
and the regulatory environments in which services are delivered (all of interest to the 9-1-1 community). 
 
In summary, the ITU assigns these fundamental aspects to NGN: 
 

• Support for a wide range of services, applications, and mechanisms based on service building 
blocks (including real time/streaming/non-real time services, and multi-media). 

• Broadband capabilities with end-to-end QoS and transparency. (QoS requirements would allow 
data to be prioritized, such as voice before the data.) 

• Interworking with legacy networks via open interfaces. 

• Accommodate mobility of callers. 

• Unrestricted access by users to different service providers—implies open standards and  
non-proprietary interfaces. 

• A variety of identification schemes, which can be resolved to IP addresses for the purposes of 
routing in IP networks—the ability to identify users by service used so calls can be prioritized. 

• Unified service characteristics for the same service as perceived by the user (an example of this is 
the basic way to use a cell phone is the same no matter if the underlying provider is AT&T or  
T-Mobile or Sprint or Alltel). 

• Converged services between fixed/mobile—immaterial what type of device. 

• Independence of service-related functions from underlying transport technologies. 

• Compliant with all regulatory requirements, for example, concerning emergency communications 
and security/privacy, etc.8 

 
It is generally accepted that next generation networks will be based upon IP and multi-protocol label 
switching (MPLS). MPLS is a lower layer protocol that supports multiple service models and performs 
essential traffic management. Similar to older protocols like frame relay and ATM, MPLS is vested in 
newer NGN approaches to such functions. 
 
At the call-setup and application level, session initiation protocol (SIP) is rapidly becoming the protocol 
of choice (though a similar protocol, H.323, remains in use in many backbone deployments). SIP is a 
signaling protocol for creating, modifying, and terminating communication sessions with one or more 
participants. It can be used to create two-party, multiparty, or multicast sessions that include Internet 
telephone calls, multimedia distribution, and multimedia conferences. H.323 is an older suite of protocols 
essentially supporting the same functions. 
 
In the mobile world, IP multimedia subsystem (IMS) is the architectural framework being developed.9 
However, as an architectural construct designed to ease the way for service deployment, IMS for the most 
part incorporates IETF/internet-based protocols for the sake of network compatibility.10

                                                      
8 ITU. Viewed August 2007 
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2.3. 9-1-1 SYSTEM ARCHITECTURAL TRENDS 
 
“The U.S. Department of Transportation (USDOT) understands that access to emergency services 
provided by 9-1-1 in today’s world of evolving technology will ultimately occur within a broader array of 
interconnected networks comprehensively supporting emergency services, from public access to those 
services, to the facilitation of the services, to the delivery of the emergency information to dispatchers and 
first responders.”11

 
USDOT suggests that the goal of NG9-1-1 is “. . . to make a 9-1-1 ‘call’ from any wired, wireless, or 
Internet protocol (IP) based device, and allow the emergency services community to take advantage of 
Enhanced 9-1-1 (E9-1-1) call delivery and other functions through new internetworking technologies 
based on open standards”.12 In today’s evolving telecommunication environment, that is certainly the 
ultimate goal. However, in looking at the most fundamental enhancement that NG will contribute to that 
goal, “connectivity” has to rise to the top. It will be the inter-connected nature of NG9-1-1 that will assure 
that a 9-1-1 call is delivered to the correct public safety answering point (PSAP), that overflow call 
volume is handled properly, that large scale emergency events are appropriately and effectively mitigated, 
and that all kinds of information and data is beneficially shared.13

 
The FCC NRIC identified four principal advantages to NG9-1-1:  
 
(1)  PSAPs would have the opportunity to add new functionalities in a number of areas, such as garnering 
medical information with a call that could be shared with medical responders. 
 
(2)  It would allow a much richer set of conversation modes to be used (voice, captioned voice, text, sign) 
to allow effective (reliable) and efficient (faster) communication with people who have disabilities and 
with an increasing number of maturing individuals who do not hear well and cannot effectively use 
today’s text technologies;. 
 
(3)  It would create opportunities to automatically share information between PSAPs and other regional or 
national emergency response facilitating entities (e.g., local and State transportation agencies). 
 
(4)  PSAPs will be able to more readily upgrade their systems as new capabilities and functionalities are 
deployed. 
 

                                                                                                                                                                           
9  IMS was originally designed by the European Telecommunications Standards Institute (ETSI) and the “3rd 

Generation Partnership Project (3GPP)” for third generation wireless services beyond the Global System for 
Mobile communications (GSM) standard (by building on General Packet Radio Services or GPRS type of 
wireless service.)  Recent releases, and similar work by other organizations like 3GPP2 (which is focusing on 
the other type of wireless digital service, Code Division Multiple Access or CDMA), now provide IMS support 
for CDMA2000, Wireless LAN, and fixed networks. 

10  After all, convergence is convergence.  For example, if access to the Internet is provided over a wireless IMS 
network, then such compatibility is important. 

11  USDOT ConOps, 5. 
12  USDOT ConOps, 5. 
13  NRIC VII FG1b FCC NRIC VII FG1B Final Report, 20-21. 
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The FCC NRIC VII FG1B described it this way: 
 
“. . . PSAPs should and will deploy IP networks within the PSAP, between the PSAP and the sources of 
calls coming into the system and between the PSAP and other responders and emergency service 
agencies.  This communication infrastructure serving the PSAPs will comprise an Internetwork 
(federation) of managed and secured Emergency Service IP Networks. It is anticipated that such networks 
will mirror the 9-1-1 system authority level. In most areas, that would equate to a county or large city, but 
in some cases it would be an entire State, and in other cases a single large PSAP. The Emergency 
Services Network should in turn be interconnected to neighboring jurisdictions for mutual aid assistance, 
and the Internetwork formed by such connections would be aggregated at State or groups of States and 
further interconnected such that information can be sent reliably between any entities within this 
Internetwork across the country. National agencies, such as DHS, would connect to this Internetwork and 
thus would be able to both provide and access information on it.  Many of those agencies do not have 
ready access to the emergency communications systems (E9-1-1 PSAPs) today. Allowing them to join 
this wider network will bring added value to the common cause of providing the best assistance possible 
in times of emergencies.”14

 
NRIC FG1D concurred stating: 
 
“The achievement of ubiquitous seamless voice communications and the promise of rich information are 
driving the evolution of emergency networks. Future networks will be packet-based networks that 
inherently support multimedia. Indeed, as a matter of high priority, and subject to quality of service 
principles with regard to mission critical wireless voice communications, emergency communications 
should be moved to packet switching as rapidly as possible.”15

 
FG1D also suggested that such connectivity extends beyond the traditional public safety community, and 
includes: 
 
• Traditional public safety agencies:  law enforcement, fire services, EMS, 9-1-1 

• Citizens and businesses:  connections between them and agencies (e.g.; E9-1-1, truck fleet 
management systems) 

• Business safety providers (e.g.; telematics, alarm monitoring systems, hazmat service providers) 

• Hospitals/Clinics 

• Public health 

• Emergency management 

• Transportation departments 

• Different transportation modes (e.g.; railroads, ports, trucking) 

• Non-governmental organizations:  Red Cross, Salvation Army, CERT, mountain rescue groups, etc. 

• Mental health organizations 

• National Guard 

                                                      
14  NRIC VII FG1B Final Report, 31-32. 
15  FCC NRIC VII FG1D, 62. 
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• United States Department of Defense (US DoD) 

• Utilities, public works, recreation departments 

• Media 

• Schools 

• Critical infrastructure companies16 
 
 

2.4. SYSTEM DESIGN 
 
The USDOT Concept of Operations document describes four assumptions upon which NG9-1-1 networks 
will be designed: 
 
• Fundamental local institutional and operational frameworks for 9-1-1 services will remain in effect, 

i.e., the existing 9-1-1 network will remain intact for some time to come. 

• Communications services will increasingly be delivered by digital devices over IP networks. 

• NG9-1-1 system architecture will be based on open, non-proprietary standards and technology. 

• NG9-1-1 system will address the needs of special populations, such as the deaf and hard-of-hearing 
communities, who have been early adopters of advanced IP-based technologies (video, interactive 
text, etc.), but are without a direct link to PSAPs.17 

 
More concisely, the recently published USDOT NG9-1-1 High Level Requirements document notes that  
 
“. . . emergency service networks will be IP based, operating on IP networks shared with other emergency 
services and government services, in concert with existing and evolving communication technology and 
related services that will ultimately support much of the access to emergency services, along with the 
interconnection required to allow them to interrelate. Because of its purpose, NG9-1-1 service must be a 
priority service on the shared IP networks. Likewise, it is assumed that the emergency service network 
architecture driven by this document will generally follow the Internet Protocol Suite, including transport 
layer protocols like Transmission Control Protocol (TCP) and User Datagram Protocol (UDP). 
Consequently, requirements are not specifically identified herein for such matters.”18

 
NENA Model 
With those assumptions in mind, two figures are presented below. Figure 1 represents the National 
Emergency Number Association’s (NENA) conceptual model of the so called “internetwork”:19

 
 

                                                      
16  FCC NRIC VII FG1D, 22-23. 
17  USDOT ConOps, 7-8. 
18  USDOT.  “Next Generation 9-1-1 (NG9-1-1) System Initiative:  System Description and High Level 

Requirements Document.” Intelligent Transportation Systems. August 2007.  1. http://www.its.dot.gov/ 
ng911/ng911_pubs.html 

19  NENA. “Transitioning Emergency Communications Into The Next Generation:  NENA Next Generation 
Partner Program 2006 Report.” January 2007. 12-13. http://www.nena.org/pages/ContentList.asp?CTID=14

http://www.its.dot.gov/%20ng911/ng911_pubs.htm
http://www.its.dot.gov/%20ng911/ng911_pubs.htm
http://www.nena.org/pages/ContentList.asp?CTID=14
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Figure 1:  NENA NG9-1-1 Conceptual Model 
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US DOT Model 
USDOT’s NG9-1-1 system model is similar (Figure 2): 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

The balance of this page has intentionally been left blank. 
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Figure 2:  US DOT NG9-1-1 System Model 
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This model also attempts to identify NG9-1-1 system boundaries within the broader context of NRIC VII 
FG1D’s public safety “networks of networks,” or NENA’s internetwork. Such distinctions are perhaps 
helpful to focus attention on the part that 9-1-1 plays in this migration; as long as we do not lose sight of 
the fact that said migration will occur within the context of broader and higher level system deployments. 
Indeed, IP-based, backbone transport infrastructure may be deployed for a variety of public service 
purposes, of which 9-1-1 and public safety may be only a part. 
 
Many, if not most, states today are deploying IP-based infrastructure to specifically support a multitude of 
state services.  Keeping in mind the distinction between transport and service applications, 9-1-1 may find 
it valuable to take advantage of these resources to provide much of the interconnectivity described here. 
This assures an economy of scale and, most importantly, the sharing of costs. Obviously, that requires 
high-level coordination and leadership. 
 
As implied throughout this document, several organizations have been working on NG9-1-1 issues. 
Included in the latter are NENA’s efforts to address NG requirements, best practices, and recommended 
standards. Their so-called Interim VoIP Architecture for Enhanced 9-1-1 Service or “i320” concept 
embodies those efforts.  Features of i3 include: 
 
• The concept of an emergency services IP network, which is envisioned as an IP-based internetwork 

(network of networks) shared by all agencies that may be involved in any emergency (as described 
earlier). 

• Location information may be carried by the network directly (the actual location) or indirectly (a 
reference to location that can be exchanged by a location information server for the actual location). 

• Location determination is described as a set of functions to accurately and automatically determine 
the position of the IP endpoint device and associate that location information uniquely with that 
device. 

• Location acquisition is described as the functions necessary to make that location information 
available to the device on request, or in the case of devices that are not location-aware, to make that 
location information available to a proxy acting on behalf of that device so that location 
information can be used for emergency calling. 

• An “emergency call routing function (ECRF)” that converts location information (either civic 
address or geo-coordinates) to provide a uniform resource identifier (URI) that can be used to route 
an emergency call toward the appropriate PSAP for the caller’s location. 

• A “policy-based routing function (PRF)” that applies various PSAP state elements to determine 
precise routing addresses based on policy information associated with the destination PSAP. 

• Proscribes that all calls entering the ESInet (emergency services IP network) arrive with SIP 
signaling, routed by the ECRF and containing location and call back information. 

• Calls from legacy networks (wireline or wireless) which are not inherently VoIP-based must 
undergo signaling interworking (i.e., at a Legacy Gateway) to convert the incoming multi-
frequency (MF) or Signaling System No. 7 (SS7) signaling to SIP. 

                                                      
20 Service providers are attempting to phase in solutions through the i1, i2, and i3 phases. During the i3 solution, 
VoIP service providers would have a true IP interconnection with public safety answering points and would be able 
to provide even more valuable information than the legacy 9-1-1 system. Where VoIP phones are mobile, 
geolocation has additional problems; VoIP service providers are seeking access to mobile phone location databases. 

http://en.wikipedia.org/wiki/Home_Location_Register#Home_Location_Register_.28HLR.29
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• All calls, including calls from legacy networks, arrive as SIP calls, are routed by the ECRF, and 
contain location and call back information. 

• Encourages the creation of many new coordination and information access services (will rely 
heavily on XML-based technology).21 

 
Other organizations, like the Association of Public-Safety Communication Officials (APCO), are 
addressing the operational challenges involved with IP-based communications and NG9-1-1. Most 
notably, APCO’s Project 41 was established to help address the impact upon member operational 
practices relating to VoIP and related technologies. 
 
Project 41 LOCATE-VoIP goals include:  
 

• Providing the APCO Board of Officers timely public policy position recommendations related to 
current and emerging technologies and their impact on public safety communications with specific 
emphasis on location challenges. 

• Establishing strategies to assure public safety interests related to deployment of non-traditional 
technologies, funding concerns, location challenges, etc., are effectively represented in various 
forums. 

• Establishing effective educational strategies for public safety personnel and elected officials related 
to current and emerging technology, location challenges, funding concerns, current public and 
private strategies, and APCO activities. 

 
For further information, see:  http://www.apcointl.org/new/commcenter911/project41.php.  
 
 

3. CURRENT NG9-1-1 INITIATIVES, APPLICATIONS AND 
RELATED ACTIVITIES 

 
We are beginning to see many 9-1-1 and public safety authorities begin to explore NG opportunities 
and/or actually deploy NG features and functionality. Such activity ranges from federal and national 
association efforts to a variety of state and local initiatives.  This section provides a general review of 
such activity, at all levels. 
 
 

                                                      
21  This is extracted from the most recent draft of NENA’s “Functional and Interface Standards for Next 

Generation 9-1-1: Version 1.0 (i3).”  July 2007.   As noted, “. . . this document is the NENA recommended 
standard for functions and interfaces between elements [in] an Emergency Services IP Network (ESInet).  It 
provides Stage 2 definitions to include interactions between Access Networks and the ESInet, functional 
requirements and their interactions within an ESInet and call delivery to a Public Safety Agency such as a 
PSAP.” 

http://www.apcointl.org/new/commcenter911/project41.php


 

TREND ASSESSMENT REPORT FOR  
STATEWIDE NETWORK MODERNIZATION PROJECT 
SUBMITTED TO 
STATE OF MINNESOTA DEPARTMENT OF PUBLIC SAFETY 

 

L. Robert Kimball & Associates, Inc., February 2008 © Page 13 

3.1. STATE/LOCAL INITIATIVES 
 
States are beginning to assess NG migration, along with network modernization, statewide connectivity, 
and appropriate statewide support of services and applications.  This includes things like defining 
common network components and the sharing of statewide backbone IP-based infrastructure.  It also 
includes applications such as statewide ALI database functions, routing, and the support of emergency 
preparedness. Minnesota’s effort is an example of this.  Regional and local 9-1-1 authorities are 
examining and/or moving forward with regional inter-PSAP connectivity initiatives, and PSAP IP 
network migration.  Many of these projects deal with PSAP-to-PSAP connectivity, the sharing of 
information such as mapping, records management systems and mapping resources, and 
hardware/software components support and maintenance. It should be emphasized, however, that very 
few of these activities involve comprehensive, full-scale NG deployments. Confronted with issues of 
funding, tariff and equipment ownership complexities, the lack of comprehensive standards, and shared 
infrastructure limitations (bandwidth and use), most of these initiatives involve initial cautious steps in 
that direction. 
 
Information about the following projects or initiatives was obtained, in part, from a descriptive 
compilation of such activity maintained by NENA, coupled with Kimball’s customer experience. This list 
is not exhaustive, nor do many of the projects reflected truly represent comprehensive approaches to 
NG9-1-1.  For the most part, they represent efforts by the 9-1-1 authorities involved to move in that 
direction, and reflect components, features, resources and/or studies conducive to the migration to NG.  
The projects have been grouped by “type of activity,” recognizing that all projects have their own unique 
and local characteristics.  Generally, the majority of such activity, to date, is either related to states 
initiating NG assessment and planning or has involved regional connectivity projects of one sort or 
another. 
 
 
 
 

The balance of this page has intentionally been left blank. 
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Location Project or Activity 

State Planning 

State of California 9-1-1 Office 
Sacramento, CALIFORNIA 
95814 
 

The California 9-1-1 Emergency Communications Office 
(9-1-1 Office) recognized the need for a statewide 9-1-1 
network strategy that incorporates emerging technologies with 
a more flexible, sophisticated, and cost effective 9-1-1 network 
in California. The State is defining common network 
components and state network modernization needs. At this 
point there is no statewide network. There are some areas of 
the State considering IP, but nothing is definite yet. 

State of Connecticut 
Middletown, CONNECTICUT 
06457 
 

The State of Connecticut provides 9-1-1 platform 
(hardware/software) and training for 107 PSAPs, which include 
169 towns and 8 regional centers. NG9-1-1 will be a state 
solution. The State conducted a NG feasibility study and is 
currently engaged in a procurement process to determine 
network technology and operating systems to support the 
above. They hope to begin to deploy fiber optic backbone 
connectivity by the end of 2008. 

State of Delaware 
Dover, DELAWARE 19903-
0818 
 

With consulting support, the state of Delaware is currently 
determining the feasibility of implementing a NG9-1-1 system 
for the entire state. Delaware has an existing IP structure for 
their mapping, which is already connected to PSAPs, and they 
may be able to build out that IP network. The State is exploring 
all options. The Board has endorsed a strategic plan to build 
out an IP network, but it will take them until the end of 2007 to 
move forward with other recommendations. 

State of Maryland 
Pikesville, MARYLAND 
21208 

The Emergency Number Systems Board was instructed by 
Senate committees to develop a plan for upgrading 9-1-1 
centers to IP-capable technology. The plan was due to 
committees December 1, 2006. With consulting support, a 
feasibility study and request for proposal (RFP) was written in 
April. The RFP has been with the Department of Budget for 
review and consideration. As a side note, the big issue for 
Maryland appears to be the issue of NG standards. Until 
standards are in place for text, video, data, telematics, etc., the 
State feels there is no reason to extend the network to all 
PSAPs–they would receive the same information they do 
today–automatic number identification/automatic location 
identification (ANI/ALI)–there is no value added yet. Once the 
standards are in place, each PSAP will be brought onto the 
network. State feels that all PSAPs can be moved to the IP 
network within 30 to 90 days. 
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State of Minnesota 
St. Paul, MINNESOTA  
55101-5137 
 

A NG 9-1-1 network modernization study is underway. The 
commissioner of public safety directed the formulation of a 
9-1-1 advisory committee composed of stakeholders of the 
9-1-1 system to determine the present and future needs of the 
statewide 9-1-1 system. This report is part of that project. 

State of Missouri 
Jefferson City, MISSOURI 
65101 

With consultant assistance, the State is exploring NG9-1-1 
options. Initial work has been completed, and the Advisory 
Committee for 9-1-1 Service Oversight received a presentation 
from the consultant involved on November 28, 2006. They are 
now waiting to see how the State's bid for an IP-enabled 
network works out. After that they will determine if 9-1-1 can 
also ride that network or if they should deploy their own. 
Project will take some time, as 95 percent of the PSAPs must 
be upgraded. Most areas also need mapping. 

State of New Jersey 
Trenton, NEW JERSEY 
 

On August 30, 2000, with consultant assistance, the State 
published “A Situation Analysis and Assessment” for “The 
Next Generation of E9-1-1 Services:  Implications for the 
Future: to the State of New Jersey.” More recently, a vendor 
announced that New Jersey Office of Technology (OIT) 
approved their next generation solution. The vendor allows 
users to upgrade to their 9-1-1 solution and allows PSAPs to 
handle not only Phase II but IP when available. Equipment 
allows PSAPs to network to backup centers and allows for 
remote login capabilities over a private government network to 
expand 9-1-1 services in emergencies. To date, three counties 
in New Jersey have committed to upgrading to this vendor’s 
solution and are scheduled to be installed in 2007. 

State of New Mexico 
Santa Fe, NEW MEXICO 
87501 
 

A NG9-1-1 feasibility study has been completed with the 
assistance of a consulting firm. Before the end of the year, the 
State plans to issue a RFP for project management. Once said 
consultant is in place, the State will issue RFPs for services.  
New Mexico currently has an asynchronous transfer mode 
(ATM) network in place, but that does need backup. 

State of North Carolina 
New Bern, NORTH 
CAROLINA 28562 
 

A RFP was recently released to determine how much it would 
cost for a statewide NG9-1-1 review, create an implementation 
plan, inventory all PSAPs and determine software and 
hardware requirements to create a statewide IP network, etc. 

State of Oregon 
Salem, OREGON 

Each PSAP in the State is connected to a statewide frame-relay 
network, which delivers ALI data at faster speeds than 
conventional modem-based methods. This frame-relay network 
also has the ability to deliver law enforcement data systems 
(LEDS) and National Criminal Information Center (NCIC) 
information over the same circuit resulting in significant cost 
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savings to the PSAP. The 9-1-1 program office is currently in 
the process of planning for the evolution of this frame-relay 
network to a network capable of delivering IP-based data 
elements and, ultimately, digital voice communications, as well 
as the data necessary to properly locate callers. This process is 
positioning Oregon for a seamless integration into the next 
generation of 9-1-1 and emergency communications. 

State of Tennessee 
Nashville, TENNESSEE 37243 
 

With support from a consultant-drafted feasibility study, the 
Tennessee Emergency Communications Board (TECB) voted 
unanimously to initiate a statewide project that will modernize 
the infrastructure that transports the state’s 9-1-1 calls. The 
modernization project, named “Next Generation 9-1-1” 
(NG9-1-1), will substantially improve communications, 
interoperability, and reliability statewide by deploying a secure 
Internet protocol platform connecting all 143 call centers in 
Tennessee. 

Use of State IP Infrastructure 

Indiana Wireless E9-1-1 Board 
Angola, INDIANA 46703-1976 
 

On October 27, 2004, the Indiana Wireless Board authorized its 
staff and representatives to negotiate with a vendor to develop 
a “wireless direct” system that would improve the wireless 
E9-1-1 voice and data delivery network. The Board’s 
requirement was for wireless E9-1-1 calls to route directly to 
the appropriate PSAP via a dedicated network and outside the 
traditional wireline 9-1-1 delivery network. Ultimately the 
contract was awarded to INdigital Telecom, a vendor providing 
voice, data, and related advanced services.  Actual 
implementation development began in April 2005. IN9-1-1 
network is being implemented in two generations of change: 
 
“Project Crossroads” connects wireless E9-1-1 calls to the 
existing wireline selective routers via an existing private IP 
network with common touch points to the outside world. The 
9-1-1 call is “passed through” the incumbent local exchange 
carrier (ILEC) selective routers and delivered to the PSAP over 
existing trunks. The trunks between the new routers and the 
existing routers are integrated services digital network primary 
rate interface (ISDN PRI) for State-owned routers or integrated 
services digital network user part (ISUP) SS7 IMT to the 
existing five electronic switching system (ESS) routers. Phase 
1 uses time division multiplex (TDM) circuits for all bearer 
traffic. Essentially, this phase establishes SS7 signaling from 
the wireless carriers to the new State-owned routers, establishes 
centralized accounting and trouble reporting, and provides 
other benefits for the wireless E9-1-1 network. The State and 
the wireless carriers have already seen cost savings and 
benefits with the consolidation of trunks. As of February 1, 
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2007, all 92 Indiana counties are active on Crossroads. 
 
“IN9-1-1 network” (wireless direct) is a next generation 
network currently being used for delivery of wireless calls, and 
expanded usage is being considered. This phase allows IN9-1-1 
to overlay the wireline network, and there are redundant T-1s 
to each PSAP. 
 
The State wants the new router to go directly to the PSAPs, 
bypassing the ILEC selective routers, but in many cases, the 
ILECs in Indiana own all the PSAP equipment, network and 
routing. One ILEC has ANI/ALI controllers in their central 
offices which use priority links into PSAP prohibiting those 
counties to receive wireless 9-1-1 directly. The ILECs have a 
few issues with direct access to their PSAP customer premises 
equipment (CPE), including replicating proper default and 
alternate routing control. To date, however, the state has been 
successful with direct PSAP routing where the above ILEC 
issues have been resolved (by year end 2007, the state expects 
to have said routing in place for approximately 95 of their 147 
PSAPs). 
 
Note:  Crossroads is funded by the Indiana Wireless Board 
(wireless surcharge management only) so they currently can 
add only wireless or telematics to this IP network (i.e., their 
current authority is limited to wireless 9-1-1 support). For the 
sake of broader 9-1-1 coordination and evolution, a group is 
currently working to propose legislative changes during the 
2008 session.   
 
See:  http://www.911coverage.org/wirelessDirect.htm   

State of Vermont 
Montpellier, VERMONT 

The state of Vermont began a procurement process in 
November 2005 to implement a more forward looking, 
NG-type solution for delivering 9-1-1 calls to Vermont PSAPs.  
The State was essentially looking for a turnkey solution vested 
in today’s technology. The Vermont-based company, 
microDATA, was the successful respondent, and deployment 
was completed, for the most part, by the end of 2006. Cutover 
occurred in early 2007. microDATA’s proposal included both 
transport and the IP network that rode on top of it (i.e., 
microDATA separately procured the transport involved from 
the private sector and included that as part of their proposal). 
 
Based upon that solution, 9-1-1 calls are now delivered by 
carriers to ILEC tandems for "pass through" to the State's IP 
gateway. There is no selective routing on the Telco side; they 
simply deliver the call to the gateway. All voice and data 

http://www.911coverage.org/wirelessDirect.htm
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transport between primary data centers and PSAPs having to do 
with 9-1-1, including geographic information services (GIS) 
and management information services (MIS), is provided by 
the network. By using "prioritization" features of the system, 
all VOICE-related communications take priority. A separate 
State network provides a network communications and 
information system/computer aided dispatch (NCIS/CAD). The 
two could be combined into one network, but common rules 
and privacy guidelines would have to be defined (quite 
different today). 
 
Once all or most carriers send calls directly to the State IP 
gateway, trunking costs will be reduced. (Since this is tariff 
sensitive, it will take some research to know what the actual 
savings will be.) Additionally, with the inherent capabilities of 
an IP system, it is much easier to move a call around and take a 
call from anywhere in the State. The system allows call 
handling statewide to look like one big PSAP, but can make 
use of individual PSAPs for geographic diversity and backup. 
 
The next step is to work with each carrier individually 
(wireline, wireless, VoIP, telematics, etc.) to send 9-1-1 calls 
directly to the IP gateway. Some small carriers may not find 
this advantageous or economically feasible and may continue 
to use the ILEC.   
 
Side note:  This solution is only IP-based, next generation in 
nature behind the gateways involved.  Access to 9-1-1 still 
occurs through traditionally operating service providers.  Also, 
the deployment, for the most part, deals with the delivery of a 
9-1-1 call and does not include the full breath of data and 
information sharing that will ultimately be a core part of 
NG9-1-1, though certainly that potential exists.  For more 
information, see the Vermont Enhanced 9-1-1 Board’s 2007 
Report to the Governor 
 
http://www.state.vt.us/e911/FormsMapsPubsMain-Pubs.htm
 

Union County, Florida 
Lake Butler, FLORIDA 32054-
0266 
 

Union County is an example in this list. Ultimately, all dispatch 
centers and 9-1-1 systems in Florida will be linked together via 
a statewide, distributed architecture IP network infrastructure.  
Florida’s approach (“MyFloridaNet”) is intended to be a 
comprehensive solution providing flexible private enterprise 
communications infrastructure dedicated for the exclusive use 
of State of Florida customers. The latter is based on a multi-
protocol label switching (MPLS) technology providing 
improved security and robust connectivity resulting in a highly 

http://www.state.vt.us/e911/FormsMapsPubsMain-Pubs.htm
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available and highly reliable statewide communication 
network. 
 
While one of the primary driving forces at the public safety 
level is interoperability and emergency response and 
management, this infrastructure will be used to support PSAP 
interconnectivity (is currently used, for example, for Criminal 
Justice Information Services or CJIS).   
 
Using state grant funds, Union County purchased PSAP 
equipment including a backup system, which can be used 
within the County only as long as the building is not destroyed. 
The system is now IP capable. They are also in the process of 
connecting to the above IP network. The County will pay the 
State a flat-rate monthly fee. 
 
Side note: Communications and Information Technology 
Services (CITS) is the state function responsible for the above 
connectivity (within the Department of Management Services). 
CITS is also responsible for statewide 9-1-1 planning and 
coordination. 
 
See:   http://dms.myflorida.com/cits/public_safety/ 
radio_communications/florida_interoperability_network_fin
 

The State of Texas 
Austin, TEXAS 

The Texas Commission on State Emergency Communications 
has tied down funding for a comprehensive NG planning study 
(to be commenced in 2008).  
 
The state of Texas (TxDIR or Department of Information 
Resources) is currently migrating disparate state function 
voice, data and video networks to a fully converged IP solution 
using MPLS. With the exception of state universities and 
legislative bodies, all state agencies are required to use the 
telecommunications services provided by TxDIR. Services 
provided by TxDIR also support other eligible organizations 
such as cities, municipalities, counties, education service 
centers, independent school districts, and higher education. On 
the data side, TxDIR services include IP transport, telephony, 
call center/ACD (automatic call distribution) functions, and 
IP-based integrated voice response (IVR). Among other 
services, TxDIR essentially provides an IP-based virtual 
private network for the state, along with connectivity, 
bandwidth, and transport (as procured services). Regarding 
9-1-1 services, the above is currently being used to provide 
ubiquitous PSAP access to the state’s poison control network 
(six call centers) and ALI services for a subset of the state’s 

http://dms.myflorida.com/cits/public_safety/radio_communications/florida_interoperability_network_fin
http://dms.myflorida.com/cits/public_safety/radio_communications/florida_interoperability_network_fin
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PSAP community (specifically 347 PSAPs). The NG9-1-1 
study referenced above will explore using such services and 
facilities to support NG9-1-1 migration and connectivity.   
See:  http://www.dir.state.tx.us/tex-an/
 

PSAP Environments 

City of Denver 9-1-1 
Denver, COLORADO 80206 

Denver Metro & Fire is transitioning to an IP-based emergency 
network, though current emphasis is on radio communications. 
The latter includes an enhanced digital access communications 
system (EDACS) deployment (a high-performance, 
feature-rich, group-oriented critical radio communications 
system available in VHF, UHF, 800 and 900 MHz frequency 
bands). 

Sarasota County, Florida 
Sarasota, FLORIDA 

Sarasota County, Florida, is in the process of converting their 
9-1-1 system over to an IP-based system. They will be 
installing an IP network and changing to IP-based CPE. 

Estill County, Kentucky 
Irvine, KENTUCKY 40336 
 

The County installed a VoIP 9-1-1 IP solution in Oct/Nov 
2007. They have the flexibility to automatically remotely take 
9-1-1 calls via a private networked (DSL from ILEC) 9-1-1 
solution. This includes the ability to have a backup center 
activated immediately in an emergency. They have a central 
9-1-1 dispatch center. ILEC manages the network and off-site 
centralized database. 

Saint Tammany Parish 
Communications District, 
Louisiana 
Covington, LOUISIANA 
70433 

Parish has installed an IP solution that includes three 
controllers controlling nine PSAPs; however, each controller 
controls three different PSAPs using frame-relay point-to-point 
circuits. They use the IP networks to link controllers for MIS 
and Mapping; however, the local ILEC currently will not allow 
them to be connected together for 9-1-1 purposes. They now 
actually have less connectivity than before and cannot use the 
frame relay as intended. 

Guilford County, North 
Carolina 
Greensboro, NORTH 
CAROLINA 27403 

The consolidation of emergency communication services for 
Guilford County and the City of Greensboro into Guilford 
Metro 9-1-1 is seeing positive results. On September 26, 2006, 
through a partnership with an ILEC and a public safety systems 
vendor, Guilford Metro 9-1-1 deployed the first VoIP for 
emergency response system in North Carolina. This 
state-of-the-art 9-1-1 phone system replaced their old system 
that had been in place for more than a decade with automatic 
telecommunications device for the deaf (TDD) detection, 
one-click contact buttons and transfers, advanced reporting 
capabilities, and other advanced features. The new system also 
allows for greater integration of other telephone products in the 
future. 

http://www.dir.state.tx.us/tex-an/
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Allegheny County (Pittsburgh 
Area), Pennsylvania 
Pittsburgh, PENNSYLVANIA 

An IP delivery network has been deployed to support the large 
urban/suburban demographic involved. One PSAP serves the 
County. 

Centre County, Pennsylvania 
Bellefonte, PENNSYLVANIA 
16823-1488 
 

Installed VoIP 9-1-1 solution with IP phones June 2006. Has a 
backup PSAP at Penn State University (connected w/T-1 lines). 
Also, has a dynamic instrument logger/recorder (IP) that allows 
for instant listening by call-takers and supervisors. County has 
a consolidated PSAP that takes calls for all of Centre County 
and two communities (Phillipsburg and Sandy Ridge) that 
overlap with Clearfield County. Wireless, wireline, and call 
logger/recorder is handled over the IP network. 9-1-1 calls still 
come from ILEC selective routers, but County has an on-site 
database. County is using microwave with the IP routers and 
have T-1s between central communications center and Penn 
State. 

Regional Connectivity and Information/Application Sharing 

Shelby County, Alabama 
Pelham, ALABAMA 35124 

County is talking with a vendor about an intelligent network. 
However, the current tariff structure does not support going 
that route as they would still have to pay the ILEC database 
and network fees, which would be double billing to the County.  
Regardless, Shelby County is now part of a hosted IP-based 
emergency services network trial and demonstration involving 
two other 9-1-1 authorities. 

Elmore County E9-1-1 Board 
Wetumpka, ALABAMA 36092 

Elmore County, Alabama, has successfully demonstrated how 
the transition from standard telephony technology to 
Internet-based communications systems can improve public 
safety, decrease costs, and streamline 9-1-1 operations. They 
found that they could do more and save more by transitioning 
to an IP-enabled inter-PSAP network; the first PSAP network 
in the United States to do so. 

Dixie County, Florida 
Cross City, FLORIDA 32628 
 

Dixie County has ordered an IP-capable system including CPE 
and expects installation to be completed within a few months. 
They will be connecting into the Florida IP network and will 
also be working with Union County to backup each other. Once 
they determine that everything works, they will also connect 
with other surrounding counties. 
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Brevard County, Florida 
Viera, FLORIDA 32940-6602 
 

Brevard County has an existing fractional T-1 frame relay 
network in place, connecting 11 PSAPs. IP implementation is 
planned for fiscal year 2008, along with an RFP to consider 
more robust NG implementation. They will continue to use 
existing old centralized automatic message accounting 
(CAMA) for telephony. GIS and MIS applications already 
process on an existing fractional T-1 frame relay network 
connecting 11 PSAPs. Over this network, the County 9-1-1 
administration office downloads GIS shape files to the 11 
PSAPs. This fractional T-1 frame relay network is currently 
only for GIS and MIS. The County hopes to upgrade the 
existing network to full T-1 for voice and data. 

St. Clair County, Illinois 
Belleville, ILLINOIS 62220 
 

The County plans to implement an IP network to tie all nine 
PSAPs together. The first segment of an IP network has been 
completed. Ties the Fairview Heights PSAP to the Emergency 
Telephone System Boad (ETSB) and St. Clair County offices. 
By doing this, Fairview became a virtual PSAP for 
700/800MHz radio system, the 9-1-1 system, the recorder 
systems for radio and 9-1-1, CAD, mobile computer access to 
state and local public safety databases, County files and the 
County GIS system. There is a total of nine PSAPs in the 
County–working with three more to connect and will be 
negotiating with the remaining PSAPs. 

Metropolitan Emergency 
Services Board (MESB) 
(Minneapolis/St. Paul metro 
area) Minnesota 
Metropolitan Emergency 
Services Board, representing 
the eight county metro area of 
St. Paul and Minneapolis, 
MINNESOTA 55104 

MESB represents eight counties, and a pilot is occurring in 
three of those counties. An RFP was issued in March and five 
responses have been received. MESB staff is negotiating with 
two vendors to work together to provide a single response. The 
MESB, on behalf of the eight county metro PSAPs in the Twin 
Cities metropolitan area is conducting a NG9-1-1 pilot project. 
Ramsey, Washington, and Dakota Counties will trial beta NG 
network and CPE elements and applications–selective router 
(SR) alternatives, ALI database alternatives, deliver 
multi-media content and transfer back and forth, managing web 
interfaces. Initial plan is for two-year pilot (3Q09). If pilot 
testing goes well, Board may decide to bring more PSAPs 
online. 

Mid-America Regional Council 
(MARC) – Kansas City area 
Kansas City, MISSOURI 
 

MARC is currently determining the feasibility of implementing 
a NG9-1-1 system. The Public Safety Communications Board 
has approved a strategic plan and budget that will provide 
funding in 2007 to implement an in-house maintenance 
program and to begin a major upgrade of public safety 
communications and software for MARC’s 45 PSAPs. The 
services will be implemented in multiple phases, with the first 
phase beginning in 2007. MARC maintenance services will: 
 
-  Manage routine and urgent service calls on CPE equipment 
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-  Replace failed equipment 
-  Coordinate microwave, T-1 and telephone line maintenance 
- Support expanded and enhanced services to the region, 
including wireless accuracy testing and implementation of 
operational and statistical software support 
 
Note:  MARC has two redundant SRs that are approximately 
20 to 25 miles apart. Delivery of ALI for wireless is IP, but the 
voice is traditional public switched telephone network (PSTN). 

Metro Boston area, 
Massachusetts 
City of Cambridge  
489 Broadway  
Cambridge, 
MASSACHUSETTS 02138  
 

The Metro area’s plan is to construct "PSnet," a metro area IP 
network for public safety. At the moment, E9-1-1 is not a direct 
participant (initially due to the lack of a 9-1-1 Director for the 
state and related staff shortages at that agency, plus the fact that 
the statewide E9-1-1 contract with their ILEC has them 
providing all circuits.) PSnet is being designed to carry lots of 
diverse public safety IP traffic–including E9-1-1 in the future–
starting with the interconnection of dispatch centers (that are 
PSAPs) and emergency operation centers (EOCs).  

Association of Central 
Oklahoma Governments 
OKLAHOMA 
 

The Association of Central Oklahoma Governments (ACOG) is 
a voluntary association of city, town, and county governments 
within the Central Oklahoma area. The ACOG region includes 
Oklahoma, Cleveland, Canadian, and Logan Counties. There is 
currently a frame relay in place. A RFP was issued recently for 
the purpose of obtaining proposals from qualified firms to 
provide an IP-based centralized server E9-1-1 solution, with a 
proven comprehensive MIS package inclusive, to assist 
emergency call-takers and dispatchers in responding to 
emergency calls or other forms of emergency information 
delivery. 

The Texas 9-1-1 Alliance 
(An association of independent 
9-1-1 Districts in Texas) 
Austin, TEXAS 

The Alliance is currently involved in an i2 VDB/ERDB 
database service procurement effort. The related RFP was 
released last year, and responses are currently being reviewed. 
The Alliance sees this as the first step in establishing what may 
ultimately be essential database resources to NG9-1-1. Once 
that effort is complete, the Alliance will move forward with 
more comprehensive i3, NG efforts. 

DENCO Area 9-1-1 District, 
Texas 
Lewisville, TEXAS 72067 
 

This multi-jurisdictional 9-1-1 authority (a member of the 
Texas 9-1-1 Alliance) has deployed a high-speed microwave 
network backbone between all 9-1-1 controllers and PSAPs. 
Network diversity and redundancy. Also represents a 
foundation for NG migration. 

Galveston County Emergency 
Communication District, Texas 
Dickinson, TEXAS 77539 

This District (a member of the Texas 9-1-1 Alliance) had 18 
initial goals including reduced backroom equipment, reduced 
proprietary components, reduced maintenance, remote 
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 monitoring/maintenance/upgrades, remote support and training, 
remote call-taking, better backup, redundancy, security, 
PSAP-to-PSAP transfer w/ALI, multiple layers of call 
processing, multiple entry points for CAMA trunks, be ready 
for NG9-1-1, intelligent transfer, ALI rebid by carrier/class of 
service and integration w/current telephony environments. 
Working with the cable service provider in Galveston County, 
all eight PSAPs are now up and running using an IP solution 
and IP CPE equipment. Redundant IP gateways, redundant 
communication managers, application enablement server and 
redundant network switches. Also, the district’s mapping 
solution is integrated. 

Greater Harris County 
Emergency Communication 
Network, Texas 
Houston, TEXAS 

This multi-jurisdictional 9-1-1 district (a member of the Texas 
9-1-1 Alliance) has deployed substantial IP connectivity 
between all its PSAPs (42 PSAPs, 49 cities, and two counties). 
While calls are not yet delivered over this infrastructure, it does 
support ALI, coupled with important system monitoring, 
support and redundancy. PSAP equipment is all IP. 

Houston-Galveston Area 
Council (H-GAC), Texas 
Houston, TEXAS 77227-2777 
 

This Texas COG entered into a contract with an ILEC to 
replace their existing 9-1-1 equipment. They served as the 
integrator of a new VoIP solution CPE and network, utilizing 
IP as the transport medium. The solution encompasses a wide 
area secure network that ties all of the PSAPs into two control 
sites, the GCECD facility (Galveston County Emergency 
Management Facility) and the new Criminal Justice facility in 
Galveston. Six of the eight PSAPs will see a significant 
reduction in backroom equipment, and benefit from much 
improved communication capabilities between the PSAPs as 
well as allowing for more options for contingency planning. A 
dispatcher from one PSAP will be able to walk into any PSAP 
on the GCECD network, log in and begin taking 9-1-1 calls 
just as if that person was at their own PSAP. District staff will 
also be in a position to better monitor the health and to respond 
quicker to any issues or problems. Map updates will be able to 
be done remotely instead of having to touch every 9-1-1 
computer as they do now. District staff is very pleased with the 
installation and is very excited about the new functionality they 
have obtained.  

Washington, D.C. Washington, D.C. has deployed a fiber optic 
telecommunications network (DC-NET) that provides network 
infrastructure support for the District of Columbia. The 
network consists of a resilient set of interconnected fiber optic 
rings that will eventually connect hundreds of government and 
semi-government buildings in the District. The network is built 
on synchronous optical NETwork (SONET) technology 
components interconnected via optical fibers from various 
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providers. The DC-NET network delivers a fully redundant, 
high quality, transport network–capable of carrying voice, data, 
video and wireless communications. The DC-NET network 
lays the foundation for all D.C. government IT services for the 
21st century and beyond. 

Other 

Texas A&M University  
(i3 trial) 
College Station, TEXAS 

The University’s NG9-1-1 project is a U.S. Department of 
Commerce (NTIA) funded project that establishes an NG9-1-1 
test bed for functionality testing of prototype IP-enabled 
PSAPs. This two-year project is a collaborative effort between 
Texas A&M and Columbia Universities, industry, state and 
local governments, the National Emergency Number 
Association (NENA), and Internet2. Both the states of Texas 
and Virginia are involved. Essentially the project involves 
installing PSAPs in Texas and Virginia and subsequently 
testing against the evolving NENA i3 (IP) standards. The 
supporting infrastructure development is underway at 
Columbia University, while the deployment and testing is 
taking place at Texas A&M University. 

 
 

3.2. FEDERAL INITIATIVES 
 
USDOT’s NG9-1-1 initiative is perhaps the most visible current federal effort of its sort. Commenced in 
December 2006, the two-year project is about three-quarters through its first year. As the project’s 
Concept of Operations indicates, the objective of the initiative “. . . is to define the system architecture; 
develop a transition plan that considers responsibilities, costs, schedule, and benefits for deploying  
IP-based emergency services across the Nation; and implement a working proof-of-concept 
demonstration system. The NG9-1-1 initiative is leveraging work from USDOT’s earlier wireless E9-1-1 
initiative, which promoted enhanced location capability for 9-1-1 calls placed from wireless telephones, 
as well as myriad other industry-wide requirements and technical approaches.”22

 
The project is essentially structured around four tasks: 
 
Task 1:  System Architecture Development 
• Revision of the Concept of Operations 
• Definition of Functional Requirements/High-Level Architectural Design 
 
Task 2/4:  Transition Analysis 
• Estimation of the NG9-1-1 Benefits and Costs 
• Identification of Critical System Deployment Issues 
• Development of Plan for Transitioning from Today’s 9-1-1 to Tomorrow’s NG9-1-1 
 

                                                      
22  USDOT ConOps Document, 6 
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Task 3:  Design and Demonstration of “Proof-of-Concept” 
Task 4 essentially echoes Task 2, building upon and reflecting the experiences gained through the  
Proof-of-Concept trial, coupled with additional stakeholder input. At the time of this report, ConOps 
Document revision and High Level Requirements had been published. Detailed Requirements and 
Architectural Analysis were close to being completed, and work had commenced on both a cost/benefit 
analysis (associated with NG9-1-1 migration) and a preliminary transition plan. The second year of the 
project will involve a “proof of concept” demonstration, along with a final transition plan. The project, by 
contract, is led by Booz/Allen/Hamilton, along with Kimball, NENA, Jim Goerke and Texas A&M 
University as project members.23

 
USDOT (specifically the National Highway Traffic Safety Administration, or NHTSA) along with the US 
Department of Commerce (specifically the National Telecommunications and Information 
Administration, or NTIA) are also jointly responsible for the national 9-1-1 Implementation Coordination 
Office (ICO). The Enhance 9-1-1 Act of 2004 set up the office to help provide a federal focus and a 
national coordination point for 9-1-1, along with responsibility for a federal grant program to spur 
wireless 9-1-1 implementation. Pending legislation would also require the ICO to develop a national 
NG9-1-1 transition plan.24

 
The FCC continues to explore 9-1-1 issues associated with the rollout of VoIP services, along with 
potential rulemaking to assure consistent 9-1-1 services and requirements across communication 
platforms. Congress is pondering similar issues, and is considering legislation that would directly address 
some of the issues involved, along with appropriate regulatory oversight, as a matter of public policy. 
 
This report references work generated by NRIC VII, a significant part of which dealt with NG emergency 
communications. It is anticipated that the next NRIC Charter may well focus on additional NG9-1-1 
matters. The Commission is also currently engaged in wireless spectrum re-banding efforts designed, in 
part, to address public safety’s spectrum needs for wideband radio communications and interoperability. 
There are features of the latter that will support the broader vision of NG emergency communications.25

 
 

                                                      
23  Check http://www.its.dot.gov/ng911/ng911_pubs.htm for status and published versions of these studies and 

documents. 
24  See http://www.apcointl.org/government/documents/ENHANCE_9-1-1_Act.htm. 
25  Consider that the sharing and communication of emergency incident data may ultimately be carried on such 

networks.  It is important that the resources involved, including their “interoperable” characteristics, support 
that NG need. Other federal agencies, like the US Department of Justice (USDOJ) and the US Department of 
Homeland Security (USDHS), are also engaged in similar or the same activities, as well as the related 
standardized exchange of data and information. An example of the latter is USDOJ’s “Global Justice 
Information Sharing Initiative.” Global is a ''group of groups,'' representing more than 30 independent 
organizations, spanning the spectrum of law enforcement, judicial, correctional, and related bodies, all 
interested in the substantive sharing of information and data (through the Global Justice XML data model) 
conducive to their mutual interests.  See:  http://www.it.ojp.gov/topic.jsp?topic_id=8. 

http://www.its.dot.gov/ng911/ng911_pubs.htm
http://www.apcointl.org/government/documents/ENHANCE_9-1-1_Act.htm
http://www.it.ojp.gov/topic.jsp?topic_id=8
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3.3. STANDARDS DEVELOPMENT 
 
A great deal of standards development work has been underway for some time now that either relates 
directly to NG9-1-1 functions and interconnections, or to access networks providing the public the 
opportunity to request emergency assistance. Following is a brief, but not necessarily comprehensive 
description of those efforts: 
 
Within the 9-1-1 community itself, NENA has been very active. Both NENA’s Technical and Operations 
Committees have one or more work groups or subcommittees focused on NG9-1-1. This report references 
much of that work, both past and current.26 Other industry organizations, like APCO’s Project 41, have 
similar and/or supportive interests. 
 
The Alliance for Telecommunications Industry Solutions (ATIS) Emergency Services Interconnection 
Forum (ESIF) addresses emergency services, 9-1-1, and related interconnection issues.27  Jointly 
convened by ATIS and NENA, the Forum has a workgroup (Next Generation Emergency Services, or 
NGES) dealing specifically with issues of this sort within the NG world. To date, ESIF has published two 
ANSI-certified interconnection standards:  An “emergency services messaging interface (ESMI),” and an 
“emergency information services interface (EISI).” 
 
At a higher level, ATIS has also been very active in attempting to address standards and design issues 
relating to next generation access networks (so called “NGN”). Some of that work overlaps with NG9-1-1 
interests, recognizing that both environments must interact.28

 
Regarding access networks, the telecommunications industry has generally been very involved in next 
generation matters. Recognizing the global nature of such efforts, standards bodies have included 
organizations like the Internet Engineering Task Force (IETF), the European Telecommunications 
Standards Institute (ETSI), the 3rd Generation Partnership Project (3GPP), and similar bodies.29 Such 
work has included, to some extent, emergency service features of interest to the NG9-1-1 community.30

 
Finally, varieties of industry groups, along with commercial sector interests, are beginning to trial, 
demonstrate, and/or market NG products. 
 
One postscript to the above:  there continues to be much debate within the broader public safety 
community (involving both public and private members of that community) over the “open” nature of 
next generation architecture. Generally, most interests acknowledge the need for open standards, and then 
debate whether the standards developed are, in fact, open or proprietary. 
                                                      
26  That includes NENA’s NG “long term definition” work (or, the so-called “i3” model), as well as their NG 

Transition Planning Committee efforts (a joint Technical/Operations Committee designed to deal with transition 
and migratory steps.) NENA also has a NG “partners” initiative that involves stakeholders with NG interests, 
and is focusing on institutional and policy matters relating to NG migration. 

27  See: http://www.atis.org/esif/index.asp. 
28  See, for example:  ATIS. “ATIS Next Generation Network (NGN) Framework, Part III: Standards Gap 

Analysis.” May, 2006.  Also: http://www.atis.org/tops/WebsiteDocuments/NGN/Working%20Docs/ 
Part%20I/ATIS_NGN_Part_1_Issue1.pdf

29  Focusing loosely on IP, wireline and wireless NG matters. 
30  For example, how location is identified and transported, and, how emergency calls are delivered to an 

appropriate emergency services network 

http://www.atis.org/esif/index.asp
http://www.atis.org/tops/WebsiteDocuments/NGN/Working%20Docs/%20Part%20I/ATIS_NGN_Part_1_Issue1.pdf
http://www.atis.org/tops/WebsiteDocuments/NGN/Working%20Docs/%20Part%20I/ATIS_NGN_Part_1_Issue1.pdf
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4. TRANSITION CHALLENGES 
 
As this report reflects, there is a great deal of NG9-1-1 activity currently underway throughout the 
country. While much of the work surrounding the technical design of NG architecture is still being 
developed, it is certainly not too early for the State to begin to focus on what it will take to move in that 
direction in Minnesota. The “interconnected” nature of NG9-1-1 implies new and expanded relationships, 
along with improved sharing of information and data. That, in turn, implies the sharing of transport 
infrastructure and facilitating services and applications. It is never too early to begin to explore what all 
that means for the stakeholders involved. 
 
The focus of this report has been on next generation migration and network modernization. However, that 
same migration brings with it a host of new institutional and public policy challenges that should not be 
overlooked. The USDOT NG9-1-1 Project, for example, identifies six high-level key transition areas.31

 
 

Key 
Transition 
Issue Area 

Description Why this is Key? 

Funding 
Funding levels and mechanisms for 
upgrading and maintaining NG9-1-1 
systems are insufficient. 

Current funding models will not sustain 9-1-1 
and agencies routinely cite funding as the 
single biggest obstacle they face in 
modernizing systems. 

Standards 
and 

Technology 

NG9-1-1 faces incomplete and 
evolving standards and technologies 
in the near term. 

Industry and government are uncertain about 
defining standards primarily because standards 
continually evolve in response to rapid 
changes in technology and user needs. 

Operations 
PSAPs face operational and 
technical challenges in moving to 
NG9-1-1. 

Call takers and PSAP operations face new and 
more complex systems resulting in significant 
training requirements. 

Governance 
and Planning 

The multiplicity of decision-makers 
at all levels of government creates 
gaps in defining what decisions need 
to be made and who needs to make 
them with regards to all aspects of 
NG9-1-1 planning, governance, and 
operations. 

Insufficient planning and fragmented 
leadership at local, state, and federal level 
means that insufficient attention and resources 
are being applied to NG9-1-1. 

Expectations 
of the 

General 
Public 

The inability to manage and meet 
the public’s expectations and 
concerns will result in the 
inappropriate use of the NG9-1-1
system. 

As more consumers move to future 
communication devices, confusion regarding 
9-1-1 capabilities will abound. 

 
 

                                                      
31  See http://www.its.dot.gov/ng911/ng911_pubs.htm. 
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4.1. FUNDING 
 
Funding NG9-1-1 systems will be a challenge for many states since the current funding model is based 
upon historic regulated wireline telephone service of the past thirty years. Traditionally, the distribution of 
the subscriber fees/surcharges has been based on the number of wireline telephones within each 
jurisdiction. As more consumers abandon their wireline services and transition to other forms of 
communication technologies, overall revenues from current funding models are decreasing. As the NENA 
NG Partner Program points out:  
 
“9-1-1 has moved beyond its original fixed wireline circuit switched telephony for devices calling 9-1-1, 
as well as the underlying technology of the 9-1-1 network. Historically, it was assumed that funding 
mechanisms for 9-1-1 were to be levied on an access line basis. Only traditional telephone companies 
would provide 9-1-1 network and database administration services to governmental entities, thereby 
relying on the fixed location access line to craft 9-1-1 tariffs. These assumptions are no longer valid with 
the advent of modern wireless and IP-based communications. Funding models need to adapt to the 
technical realities of today and be flexible enough to accommodate future technology advances.”32

 
The funding challenge is not limited to funding mechanisms. The nature of NG9-1-1 involves shared 
networks, databases, and applications. Stakeholder cost recovery, and the “who pays for what” question, 
will need to be addressed as well. Indeed, the extent that NG9-1-1 is in fact a more cost-effective way of 
delivering 9-1-1 services may depend a great deal upon how effectively such cost sharing complexities 
are addressed. The NENA Partner Program further notes, for example, that NG migration “. . . will result 
in less reliance on individual 9-1-1 centers paying for all aspects of the system at the local level, and will 
potentially reduce costs through sharing with many non-9-1-1 agencies.”33  “Potential” is the key word in 
this statement. This reduction is dependent on the willingness of public safety agencies to partner together 
to utilize shared applications. 
 
 

4.2. COORDINATING STANDARDS DEVELOPMENT 
 
As depicted earlier in this report, the standards development arena is very dynamic, with functional 
responsibilities unilaterally assumed, and often changing. Coordination of these efforts is a major 
challenge, particularly relating to something like NG9-1-1 that touches on such a variety of 
communication environments. The fact that these environments are now international in scope 
complicates the process. Ultimately, standards development is a voluntary, consensus-driven process, thus 
emphasizing the need for effective coordination of such efforts. And, compliance with standards is 
voluntary as well, reflecting market forces and consumer expectations (unless such standards are adopted 
and enforced by statute at some state or federal level). How well and how complete necessary NG-related 
standards are developed may impact the pace at which NG-type services and applications are developed, 
offered, and deployed. 
 
 

                                                      
32  NENA Next Generation Partner Program, “Funding 9-1-1 Into the Next Generation:  An Overview of NG9-1-1 

Funding Model Options for Consideration,” March 2007, 3.  See:  http://www.nena.org/pages/ Content.asp? 
CID=350&CTID=14. 

33  NENA Funding Report, 3. 
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4.3. OPERATIONS 
 
To realize its fullest potential, NG9-1-1 will involve complex systems and service arrangements that may 
exceed the capabilities of existing public safety operations, resources, and training. Even with a solid 
technical and institutional strategy, such operational challenges will require strategic decision-making 
regarding emergency service procedures, network and database management, infrastructure, human 
capital, and facilities at all levels of government. That includes, but is not limited to, training, new 
employee skill sets, and operational procedures and best practices. 
 
 

4.4. GOVERNANCE AND PLANNING 
 
NRIC VII suggested that “. . . the roles of the PSAPs, responders, and related entities are expected to 
expand beyond traditional 9-1-1 services with higher levels of interaction, managed situational 
intelligence, enhanced capabilities, and more comprehensive communication and coordinated response 
services.”34  That, in turn, will require new relationships and service arrangements (and thus agreements) 
between governmental agencies and units of public safety, and potential changes in state statutes and 
regulations to support those arrangements.35  NG9-1-1 involves a variety of new functions and system 
components at different levels of system management. “Who is responsible for what,” and “who owns 
what” at what level of system operations will be questions that have to be effectively addressed to make 
NG9-1-1 work. For example, NG9-1-1 involves network and system functions (e.g., emergency service 
gateways, routing proxies, database, and system access rights management, security, etc.) that may not be 
operated at the PSAP level. They may, in fact, be the logical responsibility of a higher level of PSAP 
authority at the regional or state level. Those arrangements and institutional design functions will have to 
be strategically addressed. 
 
 

4.5. PUBLIC EXPECTATIONS 
 
Public expectations for emergency communications and response are always a paramount consideration in 
our industry. Those expectations represent one of the driving forces to NG9-1-1. But it works both ways. 
While we need to deal with new and evolving ways of requesting emergency assistance, it will also be 
important that the public understands the limitation of those new services and the solutions we put into 
place to deal with them. That may require new and/or enhanced public education programs and projects. 
 
 

5. CLOSING 
 
Information and communications technology continues to change at an ever increasing rate. Perhaps 
“change” is not the best descriptor of that process.  “Evolve” is probably a better word, since the ongoing 
outcome of that process is a growing diversity in telecommunications, couched in an expanding 

                                                      
34  FCC NRIC VII FG1b. 
35  As emergency service arrangements change, so potentially must things like statutory liability coverage change. 
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multimedia environment. Factor in the public’s expectation to always use all means of communication to 
request emergency assistance, and the challenge to the public safety community is evident. 
 
However, this challenge brings with it opportunity–opportunity to improve emergency response through  
 
• Better coordination by providing new networking and communication tools that allow incident 

managers and emergency responders to work together more effectively; 
• Better information sharing by using those same tools to facilitate emergency response and 

improve incident outcome; and 
• Better emergency response resource allocation by allowing those precious resources to be more 

effectively managed and shared. 
 
The public safety community has a responsibility to address both. This report has focused on that and 
reflected the related effort and progress being made across the country. The latter is consistent with 
Minnesota’s interest in doing the same. 
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APPENDIX A – EXCERPTS FROM NENA GLOSSARY 



Selected Definitions 
from the  
NENA 

Master Glossary  
Of  

9-1-1 Terminology  
 



 

Terms/Definitions    
 
Term  Definition  
9-1-1  A three-digit telephone number to facilitate the reporting of an emergency 

requiring response by a public safety agency.  
9-1-1 Administrator  The administrative jurisdiction of a particular 9-1-1 system.  This could be a 

county/parish or city government, a special 9-1-1 or Emergency 
Communications District, a Council of Governments, an individual PSAP or 
other similar body.  

9-1-1 Service Area  The geographic area that has been granted authority by a state or local 
governmental body to provide 9-1-1 service.  

9-1-1 System  The set of network, data base and CPE components required to provide 9-1-1 
service.  

9-1-1 Tandem  (see Enhanced 9-1-1 Control Office)  

Access Infrastructure 
Provider (AIP)  

The entity providing physical communications access to the subscriber. This 
access may be provided over telco wire, CATV cable, wireless or other media. 
Usually, this term is applied to purveyors of broadband internet access but is not 
exclusive to them.  

Access Line  The connection between a customer premises network interface and the Local 
Exchange Carrier that provides access to the Public Switched Telephone 
Network (PSTN).  

Access Provider  An access provider is any organization that arranges for an individual or an 
organization to have access to the Internet.  

Administrative (ESN)  A 3-5 digit number that represents an ESZ. It is stored in the MSAG and is 
returned from an ALI query. The Administrative ESN facilitates dispatching of 
the proper emergency service agency(ies).  An Administrative ESN is assigned 
to each MSAG range to associate the physical addresses to an ESZ. It is used to 
display English Language Translations (ELT) and may be used by CPE to 
transfer calls to the correct responder. An Administrative  ESN may not be the 
same as a routing ESN (Refer to Routing ESN)   

ALI Retrieval  A request for ALI record from the PSAP to the ALI data base.  

All Circuits Busy 
(ACB)  

A telephone line state that informs the caller that all available telephone lines are 
in use.  

Alliance for 
Telecommunications 
Industry Solutions 
(ATIS)  

A U.S.-based organization that is committed to rapidly developing and 
promoting technical and operations standards for the communications and 
related information technologies industry worldwide using a pragmatic, flexible 
and open approach. Please refer to: http://www.atis.org/  

Alternate PSAP  A PSAP designated to receive calls when the primary PSAP is unable to do so.  
 
 



 
 

Term  Definition  
Alternate Routing  The capability of routing 9-1-1 calls to a designated alternate location(s) if all 

91-1 trunks are busy or out of service. May be activated upon request or 
automatically, if detectable, when 9-1-1 equipment fails or the PSAP itself is 
disabled.  

Alternative Local 
Exchange Carrier 
(ALEC)  

(See Local Exchange Carrier (LEC))  

Alternative Methods to 
Support Enhanced  
9-1-1  

Methods used by a MLTS Operator to permit a 9-1-1 emergency response team 
reasonable opportunity to quickly locate a caller as alternatives to the MLTS 
signaling needed to produce the automatic display of caller location information 
on the video terminal of the call-taker.  

American National 
Standards Institute 
(ANSI)  

Entity that coordinates the development and use of voluntary consensus 
standards in the United States and represents the needs and views of U.S. 
stakeholders in standardization forums around the globe.  Please refer to: 
http://www.ansi.org/  

American Standard 
Code for Information 
Interchange (ASCII)  

A standard for defining codes for information exchange between equipment 
produced by different manufacturers.  A code that follows the American 
Standard Code for Information Interchange.  

Amplitude Modulated  The encoding of a carrier wave by variation of its amplitude in accordance with 
an input signal.  

Angle of Arrival 
(AOA)  

A terrestrial Location Determination Technology (LDT) that computes a 
transmitter’s location based upon the angle at which the transmitter’s radio 
signal strikes multiple receivers.  

Answering Position  (see Attendant Position)  

Answering Position 
Unit (APU)  

A term used to define call-taking equipment.  

Answering Positioning 
Unit (APU)  

Answering Position Unit used to define call taking equipment.  

Application Layer 
Security  

Providing security to application layer protocols (HTTP, FTP, SMTP for 
example) through one of many methods that may include end-to-end privacy 
(PKE etc), message integrity, non repudiation, proof of submission etc  

Asynchronous 
Transfer Mode (ATM)  

A link layer protocol that uses very small frames (53 bytes) and predetermined 
routes, which allows for efficient switching.  

Asynchronous 
Transfer Mode (ATM) 
Adaptation Layer-
AAL1, 2, 5  

Used within an ATM network to convert the data from an end-user application 
into a form that fits into ATM cells [the number relates to the applicable layer]  

Attendant Position  The Customer Premises Equipment (CPE) at which calls are answered and 
responded to by the Telecommunicator.    

 
 

 



 
 

Term  Definition  
Automatic Call 
Distributor (ACD)  

Equipment that automatically distributes incoming calls to available PSAP 
attendants in the order the calls are received, or queues calls until an attendant 
becomes available.  

Automatic Collision 
Notification (I)  

The process of identifying that a motor vehicle has been involved in a collision, 
collecting data from sensors in the vehicle, and communicating that data to a 
Call Center or PSAP.  

Automatic Location 
Identification (ALI)  

The automatic display at the PSAP of the caller’s telephone number, the 
address/location of the telephone and supplementary emergency services 
information of the location from which a call originates.  

Automatic Location 
Identification (ALI) 
Data Base  

The set of ALI records residing on a computer system.   

Automatic Location 
Identification (ALI) 
Queries  

The act of querying/retrieving the automatic display at the PSAP of the 
address/location of the telephone and supplementary emergency service 
information related to the caller’s telephone number.  

Automatic Location 
Identification (ALI) 
Retrieval  

The process of querying the 9-1-1 data base for ALI records.  

Automatic Number 
Identification (ANI)  

Telephone number associated with the access line from which a call originates.   

Automatic Number 
Identification (ANI) 
Controller  

A stand-alone CPE component which provides the ANI decoding and function 
key control for 9-1-1 service.  

Automatic Number 
Identification 
Information Digits 
(ANI II Digits)  

Digits in the Enhanced MF Signaling protocol that indicate to the PSAP CPE 
ANI display device whether the display should remain steady or flash, or if the 
call is a test call.  

Automatic Vehicle 
Location (AVL)  

A means for determining the geographic location of a vehicle and transmitting 
this information to a point where it can be used.  

Average Busy Hour  The 1-hour period during the week statistically shown over time to be the hour 
in which the most telephone calls are received.  

Backup Public Safety 
Answering Point 
(PSAP)  

Typically a disaster recovery answering point which serves as a backup to the 
primary PSAP and is not co-located with the primary PSAP.     

Basic 9-1-1  An emergency telephone system which automatically connects 9-1-1 callers to a 
designated answering point. Call routing is determined by originating central 
office only. Basic 9-1-1 may or may not support ANI and/or ALI.  

 
 



 
 

Term  Definition  
Baud Rate  A measure of signaling speed in data communications that specifies the 

maximum number of signaling elements that can be transmitted each second.   
Baudot Code  A five-bit encoding scheme developed for Telex transmission that represents 

text, numerals, punctuation and control signals.  It is the standard transmission 
signaling scheme used by TTY (TDD) devices. (per EIA PN-1663)   

Bell Operating 
Company (BOC)  

Individual local telephone companies which were part of the Bell System prior 
to divestiture of AT&T.  

Busy Hour  The hour each day with the greatest call volume.  
Busy Line Interrupt 
(BLI)  

Ability of an operator in special circumstances or emergency situations to 
interrupt a conversation, if necessary at the request of a PSAP  

Busy Line Verification 
(BLV)  

An operator service whereby the operator checks a line to see if it is busy, off-
hook, or whether some trouble has caused a false busy signal  

Busy Tone  An audible signal indicating a call cannot be completed because the called 
access line is busy. The tone is applied 60 times per minute.  

Cable TV/Telephony  Service that use hybrid coaxial/fiber network device to deliver voice grade 
communications.  

Call Associated 
Signaling (CAS)  

Allows for the device position or location information to be delivered to the 
emergency services network in the call signaling as part of the call setup 
information.  With CAS, the originating network pushes the position information 
to an Emergency Services Network Entity (ESNE).  

Call Back  The capability to recontact the calling party  

Call Back Number  A number used by the PSAP to re-contact the location from which the 9-1-1 call 
was placed. The number may or may not be the number of the station used to 
originate the 9-1-1call.  

Call Check  (see Recall Recorder)  

Call Delivery  The capability to route a 9-1-1 call to the designated selective router for ultimate 
delivery to the designated PSAP for the caller’s ANI/KEY.  

Call Detail Logging  The process of recording incoming call data.  Also known as ANI printout. (Ref. 
NENA 04-001)  

Call Detail Record 
(CDR)  

The data information sent to the ALI computer by a remote identifying device 
(PBX, Call Position Identifier, …) (From 03-007)  

CallPath Associated 
Signaling (CAS)  

A method for delivery of wireless 9-1-1 calls in which the Mobile Directory 
Number and other call associated data are passed from the Mobile Switching 
Center to the PSAP via the voice path.  

Call Routing  The capability to selectively route the 9-1-1 call to the appropriate PSAP.  
 



 
 

Term  Definition  
Call Server  The term Call Server in the Interim VoIP Architecture For Enhanced 9-1-1 

Services standard is used to refer to the entity in a private or public IP domain 
that provides service to endpoints in an emergency caller’s home domain and 
that interworks with the SIP servers and other elements in the IP domain used to 
support emergency services call routing in the i2 solution. The Call Server may 
use SIP or some other VoIP signaling protocol within its own serving domain.  

Call Set-up Time  The amount of time between when a caller dials the last one (1) in 9-1-1 and the 
call is presented to the appropriate PSAP.  

Call Taker Position  (see Attendant Position)  

Call Transfer  The capability to redirect a call to another party.  

Callback Number  An identifier for an emergency caller that can be used by the PSAP to reach an 
emergency caller subsequent to the release of an emergency call. In the i2 
solution, the Callback Number is an E.164 number, but may be represented in 
VoIP signaling by a uniform resource identifier (URI), for example.  

Calling Party’s 
Number (CPN)  

Typically a call back number associated with a wireless telephone. The CPN 
may also be the MDN, MIN, a temporary call back number, a tracking number 
or ID number and may not support call back in all cases.  

Carrier Frequency  The frequency of the unmodulated IRIG B or E signal.  
Cell  The wireless telecommunications (Cellular or PCS) antenna serving a specific 

geographic area.  
Cell face  (see Cell Sector)  
Cell Sector  One face of a cell antenna (typically 3-sided) that operates independently of the 

other sectors.  

Cell Site  The location of a cell and related equipment.  

Central Office (CO)  The Local Exchange Carrier facility where access lines are connected to 
switching equipment for connection to the Public Switched Telephone Network.  

Central Processing 
Unit (CPU)  

The part of a computer which performs the logical, computational and decision 
making functions.  

Centralized Automated 
Message Accounting 
(CAMA)  

A type of in-band analog transmission protocol that transmits telephone number 
via multi-frequency encoding. Originally designed for billing purposes.   

Channel Associated 
Signaling (CAS)  

An option for the signaling channel (time slot 16) of an E1 interface; ITU G.704. 
Used on digital interfaces for signaling.  

Circuit Route  The physical path between two terminal locations.  
 



 
 

Term  Definition  
Circuit-Switched 
Networks  

Circuit-switched is a type of network in which a physical path is obtained for 
and dedicated to a single connection between two end-points in the network for 
the duration of the connection. Ordinary voice phone service is circuit-switched.  

Code Division Multiple 
Access (CDMA)  

A digital radio interface utilized by some North American PCS carriers.  

CODEC 
(Coder/DECoder or 
Compression/DEComp 
ression)  

In communications engineering, the term codec is used in reference to integrated 
circuits, or chips that perform data conversion. In this context, the term is an 
acronym for “coder/decoder.” This type of codec combines analog-to-digital 
conversion and digital-to-analog conversion functions in a single chip. In 
personal and business computing applications, the most common use for such a 
device is in a modem. The term codec is also an acronym that stands for 
“compression/decompression.” A codec is an algorithm, or specialized computer 
program, that reduces the number of bytes consumed by large files and 
programs. In order to minimize the amount of storage space required for a 
complicated file, such as a video, compression is used. Compression works by 
eliminating redundancies in data. Compression can be done for any kind of file, 
including text, programs, images, audio, video, and virtual reality (VR). 
Compression can reduce the size of a file by a factor of 100 or more in some 
cases. For example, a 15-megabyte video might be reduced to 150 kilobytes. The 
uncompressed file would be far too large to download from the Web in a 
reasonable length of time, but the compressed file could usually be downloaded 
in a few seconds. For viewing, a decompression algorithm, which “undoes” the 
compression, would have to be used.  

Common Language 
Location Identifier 
(CLLI)  

An 11-character code assigned to a central office to designate the physical 
location and area served. Characters 1-4 designate the rate center location, 
characters 5-6 designate the state code, characters 7-8 identify the central office, 
and characters 9-11 specify the equipment type.  

Communications 
Service Provider (CSP)  

An entity that provides the services and signaling to support communication 
services for one or more endpoints. These services might include any 
combination of voice, video and/or data communications between users, or 
services provided by the CSP to an end user. The CSP may or may not be the 
provider of the access or transport network.  

Competitive Local 
Exchange Carrier 
(CLEC)  

(see Local Exchange Carrier (LEC))  

Computer Aided 
Dispatch (CAD)  

A computer based system, which aids PSAP telecommunicators by automating 
selected dispatching and record keeping activities.  

 



 
 

Term  Definition  
Computer Telephone 
Integration (CTI)  

Integrating telephone function into a computing device.  

Conference Transfer  The capability to bridge a third party onto an existing call. Also known as three-
way calling.  

Consolidated PSAP  A facility where one or more Public Safety Agencies choose to operate as a 
single 9-1-1 entity.  

Customer Premises 
Equipment (CPE)  

Communications or terminal equipment located in the customer’s facilities – 
Terminal equipment at a PSAP.  

Data Base  An organized collection of information, typically stored in computer systems, 
comprised of fields, records (data) and indexes.  In 9-1-1, such data bases 
include MSAG, telephone number/ESN, and telephone customer records.  

Data Base 
Management System 
(DBMS)  

A system of manual procedures and computer programs used to create, store and 
update the data required to provide Selective Routing and/or Automatic Location 
Identification for E9-1-1 systems.   

Data Base 
Management System 
Provider  

Entity providing Selective Routing (SR) and/or Automatic Location 
Identification (ALI) data services.  

Data Bit  A binary digit, either a zero (0) or a one (1).  

Data Exchange  The process of exchanging 9-1-1 data between Service Providers and the Data 
Base Management System Provider.   

Dedicated Trunk  A telephone circuit used for a single purpose; such as transmission of 9-1-1 
calls.  

Default Routing  The capability to route a 9-1-1 call to a designated (default) PSAP when the 
incoming 9-1-1 call cannot be selectively routed due to an ANI/KEY failure or 
other cause.  

Delay  Anything that is done to delay transmission of the packets such as protocol 
conversion, queuing, etc.  

Department of Justice 
(DOJ)  

A branch of the Federal Government legislated to oversee compliance of Title II 
of the ADA.  

Derived Voice Lines  The VoDSL voice lines are derived from the data potion of the ADSL line. The 
phone numbers associated with the derived lines are assigned out of the Class 5 
switch that the VoDSL Gateway connects to.  

Digital Subscriber Line 
(DSL)  

A “last mile” solution that uses existing telephony infrastructure to deliver high 
speed broadband access. DSL standards are administered by the DSL Forum 
(http://dslforum.org/). 

 

http://dslforum.org/
http://dslforum.org/
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Term  Definition  
Direct Inward Dialing 
(DID)  

The ability for a caller outside a company to call an internal extension without 
having to pass through a switchboard operator or attendant at the MLTS.  

Directory Number 
(DN)  

A dialable 10-digit telephone number associated with a telephone subscriber or 
call destination.  

Disaster  Any event which can cause a significant disruption to emergency calling 
capability.  

Disaster Recovery  A specific set of procedures designed to reduce the damaging consequences of 
unexpected events resulting in the loss of 9-1-1 capabilities.  

Discrepancies  A Service Provider term used to describe subscriber records that do not match 
the MSAG and are referred to an error file or report for resolution.  

Diverse Routing  The practice of routing circuits along different physical paths in order to prevent 
total loss of 9-1-1 service in the event of a facility failure.  

Domain Name Server 
(DNS)  

Computing device having a first octet of 172-190.  

Domain Name System 
(DNS)  

A globally distributed database for the resolution of host names to numeric IP 
addresses.  

Dual Tone Multi-
Frequency (DTMF)  

The transmission of a selected number or symbol (*, #) via the generation of a 
specific pair of tones when that number’s or symbol’s button on a push button 
telephone is pressed. Also known as Touch-Tone TM. The tones are audible and 
transmitted within the voice band.  

Dynamic Host 
Configuration Protocol 
(DHCP)  

A widely used configuration protocol that allows a host to acquire configuration 
information from a visited network and, in particular, an IP address.      

Dynamic Host 
Configuration Protocol 
Server (DHCP)  

The Dynamic Host Configuration Protocol (DHCP) is a set of rules used by a 
communications device (such as a computer, router or networking adapter) to 
allow the device to request and obtain an Internet address from a server which 
has a list of addresses available for assignment.  

Dynamic Host Control 
Protocol  

Assignment of an IP address to a client from a host that is only viable during any 
one established session.  

Echo  Return of transmitted data.  

Electronic Industry 
Association (EIA)  

U.S. trade organization that issues its own standards and contributes to the 
American National Standards Institute.  

Electronic Industry 
Association (EIA)  

A trade organization of manufacturers that sets standards for use of its member 
companies conducts education programs and lobbies in Washington for its 
members’ collective prosperity.  Also associated with the Telecommunications 
Industry Association (TIA).  

Emergency Call  A telephone request for public safety agency emergency services which requires 
immediate action to save a life, to report a fire or to stop a crime.  May include 
other situations as determined locally.  

 



 
 

Term  Definition  
Emergency Medical 
Service (EMS)  

Fire, hospital, poison control, etc. response centers.  

Emergency Message 
(EM) Circuits  

The special service circuits used to carry 9-1-1 calls to the PSAP.  

Emergency 
Notification Systems 
(ENS)  

General category for any systems used to notify persons of an emergency.  May 
include changeable message signs, sirens, telephone and other media.  

Emergency Routing 
Data Base (ERDB)  

The ERDB contains routing information associated with each Emergency 
Service Zone (ESZ) in a serving area. It supports the boundary definitions for 
ESZs and the mapping of civic address or geo-spatial coordinate location 
information to a particular ESZ.  

Emergency Service 
Central Office Number 
(ESCO)  

The information delivered to the PSAP when there is an ANI failure between the 
end office and the 9-1-1 Control Office. When ANI is not available, the 9-1-1 
call is default routed and the ANI display at the PSAP will be “911-0TTT” (or 
911-TTTT) with TTT identifying the incoming trunk group.   

Emergency Service 
Number (ESN)  

A 3-5 digit number that represents one or more ESZs.  An ESN is defined as one 
of two types: Administrative ESN and Routing ESN (Refer to definitions 
elsewhere in this document.)  

Emergency Service 
Number (ESN)/ 
Emergency Service 
Zone (ESZ)  

An ESN is a three to five digit number representing a unique combination of 
emergency service agencies (Law Enforcement, Fire, and Emergency Medical 
Service) designated to serve a specific range of addresses within a particular 
geographical area, or Emergency Service Zone (ESZ).  The ESN facilitates 
selective routing and selective transfer, if required, to the appropriate PSAP and 
the dispatching of the proper service agency (ies).  

Emergency Service 
Zone (ESZ)  

A geographical area that represents a unique combination of emergency service 
agencies (e.g., Law Enforcement, Fire and Emergency Medical Service) that are 
within a specified 9-1-1 governing authority’s jurisdiction. An ESZ can be 
represented by an Emergency Service Number (ESN) to identify the ESZ.  
(Refer to ESN)  

Emergency Service 
Zone Routing Data 
Base (ERDB)  

The ERDB contains routing information associated with each Emergency 
Service Zone (ESZ) in a serving area. It supports the boundary definitions for 
ESZs and the mapping of civic address or geo-spatial coordinate location 
information to a particular ESZ.    

 



 
 

Term  Definition  
Emergency Services 
Interconnection 
Forum (ESIF)  

An open, technical/operational forum, under the auspices of the Alliance For 
Telecommunications Industry Solutions, with the voluntary participation of 
interested parties to identify and resolve recognized 9-1-1 interconnection issues. 
The interest of all members will be served by observing the principles of 
openness, fairness, consensus, and due process. ESIF will liaise with standards 
and governmental organizations to apprise them of its deliberations and 
decisions. Discussions will be focused on the FCC’s Wireless Phase I and II 
mandates, and into other areas of emergency services interconnection.”  Please 
refer to: http://www.atis.org/esif/index.asp 

Emergency Services 
Query Key (ESQK)  

The ESQK identifies a call instance at a VPC, and is associated with a particular 
SR/ESN combination. The ESQK is delivered to the E9-1-1 SR and as the 
calling number/ANI for the call to the PSAP. The ESQK is used by the SR as the 
key to the Selective Routing data associated with the call. The ESQK is 
delivered by the SR to the PSAP as the calling number/ANI for the call, and is 
subsequently used by the PSAP to request ALI information for the call. The ALI 
database includes the ESQK in location requests sent to the VPC. The ESQK is 
used by the VPC as a key to look up the location object and other call 
information associated with an emergency call instance. The ESQK is expected 
to be a ten-digit North American Numbering Plan Number.  

Emergency Services 
Routing Digit (ESRD)  

 Either a 10-digit North American Numbering plan or non-NANPA number that 
uniquely identifies a base station, cell site, or sector that is used to route wireless 
emergency calls through the network. The ESRD may also be used to retrieve 
the associated ALI data with the call. These numbers can be dialable or 
nondialable.  

Emergency Services 
Routing Key (ESRK)  

Either a 10-digit North American Numbering plan or non-NANPA number that 
uniquely identifies a wireless emergency call, is used to route the call through 
the network, and used to retrieve the associated ALI data. These numbers can be 
dialable or non-dialable.  

Emergency Services 
Routing Number 
(ESRN)  

The ESRN is used by the Call Server/Routing Proxy to route an emergency call 
to the correct ESGW, and by the ESGW to select the desired path to the 
appropriate SR for the call. The ESRN is expected to be a ten-digit North 
American Numbering Plan Number.  

Emergency Service 
(ES) Trunks  

Message trunks capable of providing ANI, connecting the serving central office 
of the 9-1-1 calling party and the designated E9-1-1 Control Office.  

Emerging 
Technologies  

New technologies and network to deliver communications.  

End Office  (see Central Office (CO)).  
End User  The 9-1-1 caller.  
 

http://www/
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Term  Definition  
English Language 
Translation (ELT)  

An ELT is an alphanumeric description of the primary Law Enforcement, Fire 
and Emergency Medical Service agencies associated with a given Emergency 
Services Zone/Number. The ELT (also known as an “agency file” or “tell tale” 
in some systems) includes the name of the first-responder agency, and may 
include their station number (for dispatch purposes) and telephone number. 
Examples:   • ESN 123 translates to: <County> Sheriff, <County> Fire, 
<County> EMS • ESN 130 translates to <City> Police, <City> Fire Station 57, 
<County> EMS • ESN 135 translates to <City> Police 6th Precinct, <City> Fire 
Station 22, <City> EMS                             (Where the element “<County>” or 
“<City>” is replaced with the actual County or City name.) Some 9-1-1 systems 
support more than three agencies. In those cases, the ELT may contain 
additional listings for Advanced Life Support (Paramedics and Mobile Intensive 
Care Units), Medevac helicopter services, State or Marine Police, etc.  

Enhanced 9-1-1 (E9-1-
1)  

An emergency telephone system which includes network switching, data base 
and CPE elements capable of providing Selective Routing, Selective Transfer, 
Fixed Transfer, caller routing and location information, and  ALI.  

Enhanced 9-1-1 (E9-1-
1) Control Office  

The Central Office that provides the tandem switching of 9-1-1calls.  It controls 
delivery of the voice call with ANI to the PSAP and provides Selective Routing, 
Speed Calling, Selective Transfer, Fixed Transfer, and certain maintenance 
functions for each PSAP. Also known as 9-1-1 Selective Routing Tandem or 
Selective Router.  

Enhanced 9-1-1 
System Service 
Provider (E9-1-1SSP)  

An E9-1-1 System Service Provider (E9-1-1SSP) provides systems and support 
necessary to enable 9-1-1 calling for one or more Public Safety Answering 
Points (PSAPs) in a specific geographic area. It is typically, but not always, an 
Incumbent Local Exchange Carrier (ILEC).  This includes: • A method of 
interconnection for all telecommunications providers including but not limited to 
the wireline, wireless, and VoIP carriers  • A method and mechanism for routing 
a 9-1-1 call to the Public Safety Answering Point (PSAP) with no degradation in 
service regardless of the technology used to originate the call • A method to 
provide accurate location information for an emergency caller to a PSAP and if 
required, to other emergency response agencies  • Installation of PSAP call 
handling equipment and training of PSAP personnel when contracted to do so • 
Coordinating with PSAP authorities and other telecommunications entities for 
troubleshooting and on issues involving contingency planning, disaster 
mitigation and recovery  

Enhanced 9-1-1 (E9-1-
1)Tandem Office  

(see Enhanced 9-1-1 Control Office)  

Enhanced Data rates 
for GSM Evolution 
(EDGE)  

EDGE is a digital mobile phone technology which acts as a bolt-on enhancement 
to 2G and 2.5G General Packet Radio Service (GPRS) networks.  

 



 
 

Term  Definition  
Enterprise Network  A large network connecting major points in a company or other organizations 

not part of the public telecommunications infrastructure.    
Environmental 
Services Research 
Institute (ESRI)  

Software developer of geographical information system (GIS) software and 
technology.  

Ethernet  A popular local area data communication network, which accepts transmissions 
from computers and terminals.  

Exchange  A defined area, served by one or more telephone central offices, within which a 
Local Exchange Carrier furnishes service.  

Fast Busy  (see Reorder Tone)  

Fast Busy Tone  Also, Recorder Tone. An audible tone of 120 interrupts per minute (IPM) 
returned to the calling party to indicate the call cannot be processed through the 
network. (57-001)  

Feature Group D 
(FGD)  

An MF signaling protocol, originally developed to support equal access to long 
distance services, capable of carrying one or two ten-digit telephone numbers.  

File Transfer Protocol 
(FTP)  

A widely accepted, and readily available, means of communication, designed 
specifically to move data files between computer systems over an IP network.   

Fixed Transfer  The capability of a PSAP attendant to transfer a 9-1-1 call to a pre-determined 
location by activating a single button.  

Fixed/Static  Refers to an IP end-point that cannot move, is always in same location and 
always accesses a network from the same point.  

Footprint  The geographic area covered by a particular wireless cell or cell sector.  

Forced Disconnect  The capability of a PSAP attendant to disconnect a 9-1-1 call even if the calling 
party remains off-hook. Used to prevent overloading of 9-1-1 trunks.  

Foreign Exchange 
Service (FX)  

A telephone line switched in an exchange or central office other than the 
exchange or central office area in which the telephone is located.  

Frame Relay  A dedicated digital transport service that routes information via switched 
packets. It is defined in ANSI data link level T 1.618.  

Free Run  The operating condition of a clock in which the local oscillator is not locked to 
an external synchronization reference, and is using no storage techniques to 
sustain its operating frequency. (Ref. NENA 04-002)  

 



 
 

Term  Definition  
Frequency division 
duplex (FDD)  

FDD is the application of frequency-division multiple access (access technology 
that is used by radio systems to share the radio spectrum) to separate outward 
and return signals. The uplink and downlink sub-bands are said to be separated 
by the “frequency offset”. Frequency division duplex is much more efficient in 
the case of symmetric traffic. In this case TDD tends to waste bandwidth during 
switchover from transmit to receive, has greater inherent latency, and may 
require more complex, more power-hungry circuitry. Another advantage of FDD 
is that it makes radio planning easier and more efficient since base stations do 
not “hear” each other (as they transmit and receive in different sub-bands) and 
therefore will normally not interfere each other. With TDD systems, care must 
be taken to keep guard bands between neighboring base stations (which 
decreases spectral efficiency) or to synchronize base stations so they will 
transmit and receive at the same time (which increases network complexity and 
therefore cost, and reduces bandwidth allocation flexibility as all base stations 
and sectors will be forced to use the same uplink/downlink ratio)  

Gateway  The Point at which a circuit-switched call is encoded and repackaged into IP 
packets – Equipment that provides interconnection between two networks with 
different communications protocols; two examples are packet 
assembler/disassemblers and protocol converters. Gateways operate at the 4th 

through 7th layers of the Open Systems Interconnection model.  
Geographic 
Information System 
(GIS)  

A computer software system that enables one to visualize geographic aspects of 
a body of data. It contains the ability to translate implicit geographic data (such 
as a street address) into an explicit map location.  It has the ability to query and 
analyze data in order to receive the results in the form of a map.  It also can be 
used to graphically display coordinates on a map i.e. Latitude/Longitude from a 
wireless 9-1-1 call.  

Global Positioning 
System (GPS)  

A satellite based Location Determination Technology (LDT).  

Grade of Service  The probability (P), expressed as a decimal fraction, of a telephone call being 
blocked. P.01 is the grade of service reflecting the probability that one call out of 
one hundred during the average busy hour will be blocked. P.01 is the minimum 
recommended Grade of Service for 9-1-1 trunk groups.  

Global Standard for 
Mobile 
Communications 
(GSM)  

International standard digital radio interface utilized by some North American 
PCS carriers.  

 



 
 

Term  Definition  
Groupe Speciale 
Mobile (GSM)  

Global System for Mobile Communications.  The predominant digital telephone 
service technology outside the United States, with some services within the 
United States. The radio interface is either in the 9—MHZ or 1.8GHZ band.  

H.323  Specified in International Telecommunications Union-Telecommunications 
(ITU-T) specification H.323, the specification for transmitting multimedia 
(voice, video, and data) across a network, and is used in some VoIP 
architectures.  

Hertz  Hertz (abbreviated Hz) is a unit of frequency (of change in state or cycle in a 
sound wave, alternating current, or other cyclical waveform) of one cycle per 
second. It replaces the earlier term; cycle per second (cps).  In acoustic sound, 
the range of average human hearing is from 20 Hz to roughly 20 kHz (20 
thousand Hertz). The pitch of middle C on a piano is 263 Hz.  

High Bit Rate Digital 
Subscriber Line 
(HDSL)  

A bi-directional T1 or DS1 service for the local loop, but restricted to being 
served from Carrier Service Area, probably at less than two miles from the 
subscriber.  

Host Mobility  Powerful IP new routing capability that allows a device to move to another host 
network and still be identified.  

Host Switch  An end office with an internal controller or intelligent process used to complete 
calls. A host switch controls the function of a remote switch unit (RSU) via a 
central “control” or “processor” resident within the host switch.  

Implementation and 
Coordination Office 
(ICO)  

National 9-1-1 Implementation and Coordination Office, previously known as 
the National 9-1-1 Program Office, currently jointly operated by NHTSA and 
the National Telecommunication Information Administration which was created 
and funded by the ENHANCE 9-1-1 Act of 2004. (http://www.e-911ico.gov) 

Incumbent Local 
Exchange Carrier 
(ILEC)  

A telephone company that had the initial telephone company franchise in an 
area.  

Instant Call Recorder  A device that allows the user to instantly playback all (or portions of) a call for 
service to clarify or validate what was heard by the operator to what was said by 
the caller. Also called and Instant Recall recorder.  

Instant Playback 
Recorder  

(see Recall Recorder)  

Institute of Electrical 
and Electronic 
Engineers (IEEE)  

A publishing and standards making body responsible for many telecom and 
computing standards.  

Integrated Access 
Device (IAD)  

Replaces the standard DSL modem at the customer premises. Typically has a 
built-in standard DMT based DSL modem, an Ethernet Interface for the PC or 
any other data device and anywhere from 4 to 12 analog ports for phones.  

 

http://www.e-911ico.gov/
http://www.e-911ico.gov/
http://www.e-911ico.gov/
http://www.e-911ico.gov/


 
 

Term  Definition  
Integrated Services 
Digital Network 
(ISDN)  

International standard for a public communication network to handle circuit-
switched digital voice, circuit-switched data, and packet-switched data.  

Integrated Service 
Digital Network Digital 
Subscriber Line 
(ISDL)  

A digital interface providing multiple channels for simultaneous functions 
between the network and CPE  

Integrated Services 
Digital Network User 
Part (ISUP)  

A message protocol to support call set up and release for interoffice voice call 
connections over SS7 Signaling.  

Integrated TTY  Integrated TTY refers to TTY functionality that has been integrated within a 
computer work station.  This may be found within the 9-1-1 telephony system or 
interfaced in a CAD (computer aided dispatch) system.  

Intelligent Network  A telecommunications network that has functions and controls distributed at 
various nodes on and off the network, enabling great flexibility in transport. This 
is an SS7 network that includes components such as SSP (Signal Switching 
Point), STP (Signal Transfer Point), and SCP (Service Control Point or Switch 
Control Point – depending on the reference you read).  

Intelligent Transport 
System (ITS)  

Multi-disciplined plan, under the jurisdiction of the U.S. Dept. of Transportation, 
to improve traffic flow.  

Intelligent Workstation 
(IWS)  

Computer based 9-1-1 answering position equipment that includes computer 
telephony integration.  

Interactive Voice 
Response (IVR)  

A computer system accessible by registered users utilized to identify the Service 
Provider and 24 X 7 access number for telephone numbers which have been 
ported or pooled.  

Interim Number 
Portability (INP)  

The practice of moving a customer to a new carrier using a new telephone 
number, with the old telephone number forwarded to the new telephone number. 

Inter-local Services 
Agreement  

An agreement among governmental jurisdictions or privately owned systems, or 
both, within a specified area to share 9-1-1 system costs, maintenance 
responsibilities, and other considerations.  

Inter-Tandem Transfer The capability of transferring a call over the 9-1-1 network from a PSAP served 
by one 9-1-1 tandem to a PSAP served by a different 9-1-1 tandem.  

Internal Clock  A time-of-day reference source for timing information in equipment or systems. 
(Ref. NENA 04-002)  

International 
Multimedia 
Teleconferencing 
Consortium (IMTC)  

VoIP Forum  

 



 
 

Term  Definition  
International 
Telecommunications 
Union – 
Telecommunications 
(ITU-T)  

International standards body for all communications services.  

International 
Telecommunications 
Union – Development 
(ITU-D)  

The ITU-D is responsible for creating policies, regulation and providing training 
programs and financial strategies in developing countries.  The mission of the 
ITU-D is to facilitate and enhance telecommunication development worldwide 
by offering, organizing and coordinating technical cooperation and assistance 
activities.  

International 
Telecommunications 
Union – 
Radiocommunications 
(ITU-R)  

The ITU-R plays a vital role in the management of the radio-frequency spectrum 
and satellite orbits, finite natural resources which are increasingly in demand 
from a large number of services such as fixed, mobile, broadcasting, amateur, 
space research, meteorology, global positioning systems, environmental 
monitoring and, last but not least, those communication services that ensure 
safety of life at sea and in the skies.  

Internet Architecture 
Board (IAB)  

The IAB is the committee charged with oversight of the technical and 
engineering development of the Internet by the Internet Society (ISOC). It 
oversees a number of Task Forces, of which the most important are the Internet 
Engineering Task Force (IETF) and the Internet Research Task Force (IRTF). 
The body which eventually became the IAB was originally formed by the United 
States Department of Defense’s Defense Advanced Research Projects Agency 
under the name Internet Configuration Control Board in 1979; it eventually 
became the Internet Advisory Board in September, 1984, and then the Internet 
Activities Board in May, 1986 (the name was changed, while keeping the same 
acronym). It finally became the Internet Architecture Board, under ISOC, in 
January, 1992, as part of the Internet’s transition from a U.S.-government entity 
to an international, public entity.  

Internet Assigned 
Numbers Authority 
(IANA)  

IANA is the entity that oversees global IP address allocation; DNS root zone 
management, and other Internet protocol assignments.  

Internet Corporation 
Assigned Names and 
Numbers (ICANN)  

Emerging authority for public domain addresses and URL’s.   

Internet Engineering 
Steering Group (IESG) 

The IESG is a body composed of the Internet Engineering Task Force Chair and 
Area Directors.  

Internet Engineering 
Task Force (IETF)  

Lead standard setting authority for internet protocols.  

Internet Protocol (IP)  The method by which data is sent from one computer to another on the Internet 
or other networks.  

 



 
 

Term  Definition  
Internet Protocol 
Access Network (IP 
Access Network)  

The network in which the first IP address is assigned to an end-point. For 
residential networks the creation and supply of an access network may require 
the co-operation of several different providers. For example an ISP may lease 
lines and DSLAM capacity from an existing telephony provider, in such a 
circumstance both entities are required in the providing of an access network.  

Internet Protocol 
Address (IP Address)  

A 32-bit address assigned to hosts using TCP/IP. An IP address belongs to one 
of five classes (A, B, C, D, or E) and is written as 4 octets separated by periods 
(dotted decimal format). Each address consists of a network number, an optional 
sub network number, and a host number.  The network and sub network numbers 
together are used for routing, while the host number is used to address an 
individual host within the network or sub network.  

Internet Protocol-
Coordination Ad-Hoc 
Committee (IP-COAD)  

One of the major challenges facing VoIP services is the lack of technical 
standards in place that allow customers to initialize calls to the proper 9-1-1 call 
center in an emergency. To respond to these VoIP challenges, ATIS’ Emergency 
Services Interconnection Forum (ESIF) recently launched a new “IP 
Coordination Ad Hoc Committee” to contribute to the planning, development, 
and architectural design of an overall IP-based Enhanced 9-1-1 (E9-1-1) system. 

Internet Protocol 
Private Branch 
Exchange (IPBX (or 
IP PBX)  

An IP PBX is a private branch exchange (telephone switching system within an 
enterprise) that switches calls between VoIP (Voice over Internet Protocol or IP) 
users on local lines while allowing all users to share a certain number of external 
phone lines. The typical IP PBX can also switch calls between a VoIP user and a 
traditional telephone user, or between two traditional telephone users in the same 
way that a conventional PBX does. The abbreviation may appear in various texts 
as IP-PBX, IP/PBX, or IPPBX.  

Internet Protocol 
Security (IPSec)  

IPSec is the next-generation network layer crypto platform.  IPSec can be found 
on routers, firewalls, and client desktops  

Internet Protocol 
Telephony (IP 
Telephony)  

A general term for the technologies that use the IP’s packet-switched 
connections to exchange voice, fax, and other forms of information that have 
traditionally been carried over the dedicated Circuit-Switched (CS) connections 
of the PSTN. The IP address may change each time the user logs on.  

Internet Service 
Provider (ISP)  

Company that provides Internet access to other companies and individuals  

Internet Society 
(ISOC)  

ISOC is a professional membership society with more than 100 organizations 
and over 20,000 individual members in over 180 countries. It provides 
leadership in addressing issues that confront the future of the Internet, and is the 
organization home for the groups responsible for Internet infrastructure 
standards, including the Internet Engineering Task Force (IETF) and the Internet 
Architecture Board (IAB).  

Internet Telephone 
Service Provider 
(ITSP)  

An ITSP offers an Internet data service for making telephone calls using Voice 
over Internet Protocol technology. Most ITSPs use SIP or H.323 (although 
H.323 use is declining) for transmitting telephone calls as IP data packets. 
Customers may use old plain telephones with an analog telephone adaptor 
(ATA) providing RJ-11 to Ethernet connection.  

 



 
 

Term  Definition  
Internet Telephony 
Service Provider 
(ITSP)  

A Company providing Internet based telephony services  

International 
Telecommunications 
Union (ITU)  

The telecommunications agency of the United Nations established to provide 
worldwide standard communications practices and procedures. Formerly CCITT 

Interoperability  The capability for disparate systems to work together.  

Interworking  Concept where systems or components from different origins or companies, 
running on different hardware and operating systems, working together to 
perform some tasks using common standard network procedure or protocol.  

Intra-center testing  This is a testing mechanism by which call takers make test calls from position to 
position within the Center utilizing the internal telephony system.  

ISDN PSAP  (see Public Safety Answering Point)  
Jitter  Packets arriving at a non consistent rate due to a type of distortion caused by the 

variation of a signal from its reference that can cause data transmission errors, 
particularly at high speeds.  

Jurisdiction  A government agency that has contracted for Enhanced 9-1-1 service.  This may 
be a county, a city, a COG, or a 9-1-1 Area.  

Jurisdictional Address  An MSAG valid address for the physical location of a subscriber access line, 
which has been assigned by the jurisdiction’s local addressing authority; i.e., 
planning department, zoning department, etc. and is used for 9-1-1 emergency 
dispatching purposes.  

Key Pulse (KP)  An MF signaling tone (digit)  
Key Service Unit 
(KSU)  

Equipment which provides ringing, lamp voltages, conference, etc. for multi-line 
key telephone sets.  

Key Telephone System 
(KTS)  

A multi-line telephone system comprised of multi-line telephone sets, KTU’s 
and KSU’s. Also a type of Multi-line Telephone System designed to provide 
shared access to several outside lines through buttons, or keys, typically offering 
identified access lines with direct line appearance or termination on a given 
telephone set.  

Key Telephone Unit 
(KTU)  

A unit mounted in a KSU, required per line, providing key telephone control 
functions. E.g. hold, lamp, common ringing.  

Landline  Colloquial term for the Public Switched Telephone Network access via an actual 
copper or fiber optic transmission line that travels underground or on telephone 
poles. Used to differentiate the “wireless” connectivity of a cellular or PCS 
system.   

Landmark Location  Landmark locations can be Civic Addresses but are generally the names of 
buildings or other commonly known recognized places (e.g., The Empire State 
Building, The Alamo, etc.) or the name by which a prominent feature is publicly 
known.  



 

 
 

Term  Definition  
Last Routing Option 
(LRO)  

The LRO is sent by the VPC to the Call Server/Routing Proxy and provides the 
Call Server/Routing Proxy with a “last chance” destination for the call. The LRO 
may be the Contingency Routing Number (CRN), which is a 24x7 PSAP 
emergency number, or it may contain a routing number associated with a 
national or default call center. The content of the LRO will depend on the 
condition that resulted in the providing of the LRO. Ultimately the usage of 
LRO routing data for call delivery is based on logic internal to the Call 
Server/Routing Proxy.  

LATA Switching 
Systems Generic 
Requirements 
(LSSGR)  

A set of Telcordia (formerly Bellcore) specifications defining the requirements 
of LATA switching systems.  

Layer-2 Tunneling 
Protocol (L2TP)  

Allows Point to Point Protocol (PPP) sessions to be tunneled over IP and ATM 
networks  

Light Emitting Diode 
(LED)  

Lamps used for display of information. Commonly used on telephone sets to 
indicate line status.  

Line Digital to Trunk 
(PSAP) (LDT)  

A type of Multi Frequency (MF) trunk interface that requires the PSAP 
equipment to dip the ALI data base.  

Liquid Crystal Display 
(LCD)  

A type of video display that creates images of graphics or text by aligning liquid 
crystals so that they reflect light. An alternative to the Cathode Ray Tube (CRT). 

Local Access and 
Transport Area 
(LATA)  

The geographical areas within which a local telephone company offers 
telecommunications services.  

Local Area Network 
(LAN)  

A transmission network encompassing a limited area, such as a single building 
or several buildings in close proximity.  

Local Exchange 
Carrier (LEC)  

A Telecommunications Carrier (TC) under the state/local Public Utilities Act 
that provide local exchange telecommunications services. Also known as 
Incumbent Local Exchange Carriers (ILECs), Alternate Local Exchange Carriers 
(ALECs), Competitive Local Exchange Carriers (CLECs), Competitive Access 
Providers (CAPs), Certified Local Exchange Carriers (CLECs), and Local 
Service Providers (LSPs).  

Local Exchange 
Routing Guide (LERG) 

A data base which defines inter-exchange call routing in the North American 
Public Switched Telephone Network. It associates NPA/NXX’s with their 
appropriate network elements.  

Local Loop  A physical facility between a customer’s network interface and the local serving 
central office. The most common form of local loop is a pair of wires.  

 



 
 

Term  Definition  
Local Notification  A system capability whereby a call to 9-1-1 from a MLTS extension is directed 

through the 9-1-1 Network to a Public Safety Answering Point and 
simultaneously to a switchboard operator, attendant, or designated personnel 
where assistance can be provided to the Public Safety Answering Point to locate 
the caller and/or to assist in directing response. For Local Notification, the call 
back number shall be a phone number that can be dialed from the PSTN, which 
will be answered by the switchboard operator, attendant or designated personnel. 
Local Notification must include the capability for the switch board operator, 
attendant or designated personnel to identify the location of telephone lines that 
have dialed 9-1-1.  

Local Number 
Portability (LNP)  

A process by which a telephone number may be reassigned from one Local 
Exchange Carrier to another.  

Local Number 
Portability 
Administration Center 
(NPAC) Data Base  

The eight (8) regional Number Portability Administration Center Data Bases 
which contain current Service Provider switching specific information about 
TNs involved in porting activity.  

Local Operational 
MSAG  

A Local Operational MSAG is maintained in a format other than the 
recommended standard set forth in NENA 02-010 and 02-011.  This format may 
consist of variances to the standard MSAG such as unparsed and concatenated 
fields for directional, street name, and suffix.  (See Standard MSAG and MSAG 
Address)  

Local Service 
Management System 
(LSMS) Data Base  

The LSP owned network data base which holds down-loaded ported number 
information.  The NPAC SMS (service management system) downloads 
information to the LSMS; the LSMS supplies porting data to the SCP (service 
control point) used for the routing of telephone calls.  

Location  In the context of location information to support IP based emergency services:  
The physical position of VoIP end-point expressed in either civic or geodetic 
form.  

Location Acquisition  In the context of location information to support IP based emergency services: 
Refers to the way in which a network determined location is provided to the 
network entity responsible for inserting the location information into the context 
of an emergency call. Location information may be pushed to the network entity 
by the LIS, or pulled by the network entity from the LIS. The network entity 
may be the target, or it may be some other routing node such as a proxy or call-
server.  

Location-aware  In the context of location information to support IP based emergency services: 
Used to describe IP endpoint devices that are location-capable and that have 
acquired location information, either with network assistance or by self-
determination.  

 



 
 

Term  Definition  
Location By-Reference  An identifier that when referenced in the correct manner by an authenticated and 

authorized entity will yield the location of an IP end-point. An example of a 
location reference is a URI.  

Location By-Value  In the context of location information to support IP based emergency services: A 
PIDF-LO containing the location of an IP end-point that can be attributed to a 
specific point in time.  

Location-capable  Used to describe IP devices that are capable of requesting, acquiring, and storing 
location information as well as including this information in a PIDF-LO when 
originating an emergency call.  

Location Conveyance  Refers to the act of transporting location information with an emergency call.  
Location Data Security  A process to ensure that a relatively high degree of security for correctness of 

information, integrity, and authorization of access, authenticity/secrecy, and 
accuracy of information. The intent of the NENA i2 solution is to provide 
functional equivalency to the existing network services in an IP-based 
environment, and this includes ensuring that the location information is valid 
and secure.  

Location Dependability In the context of location information to support IP based emergency services: 
Reflects the level of trust that a receiving node has in the quality and authenticity 
of the location information being provided.  

Location 
Determination  

In the context of location information to support IP based emergency services: 
Act of using measurements taken from the access network to calculate or 
otherwise discover the physical location of a device.  

Location 
Determination 
Technology (LDT)  

A system which computes the x and y coordinates of a wireless 9-1-1 caller.  

Location Estimate  In the context of location information to support IP based emergency services: 
The approximate physical position of an IP end-point expressed in either civic or 
geodetic form usually accompanied by a degree of uncertainty. The degree of 
uncertainty may be expressed by a reduction in precision. For civic locations this 
equates to the number of fields specified while for geodetic locations it equates 
to the definition of an area or volume specified as a shape.  

Location-incapable  Used to describe IP devices that are not capable of requesting, acquiring, or 
storing location information.  This includes most current IP devices.  

Location Information 
Element (LIE)  

A protocol container for either or both of: • one Location Key (LK) • one 
Presence Information Data Format (PIDF) document  

Location Information 
Server (LIS)  

LIS serves as a repository for location information. Location information is in 
the form of civic address or geo-spatial location attributes correlated with a 
particular physical location. The LIS is configured with mappings between 
individual location information and a logical representation of the physical 
locations with which they are associated. This set of associations is called a 
“wiremap.”  

 



 
 

Term  Definition  
Location Information 
Server (LIS) Operator  

Operates the LIS associated with the IP access network used by the callers.  

Location Information 
Server Identifier (LIS-
ID)  

An identifier for the LIS in which the location object (LO) is stored.  

Location Key (LK)  An object that uniquely identifies an instance of a LO that is stored/managed by 
a LIS on behalf of a VoIP endpoint. The Location Key must contain: • LIS-ID – 
an identifier for the LIS in which the LO is stored. • Client ID – an identifier for 
an instance of a LO (Geo Location, Civic Location or both) that is stored in a 
LIS.  

Location Object (LO)  The LO is used to refer to the current position of a VoIP endpoint that originates 
an emergency call. The LO is expected to be formatted as a Presence 
Information Document Format – Location Object (PIDF-LO) as defined by the 
IETF in draft-ietf-geopriv-pidf-lo-03[8]. The PIDF-LO may be: • Geo location – 
latitude, longitude, elevation, and the datum which identifies the coordinate 
system used. For the i2 solution it is expected that geo location information will 
be formatted using the World Geodetic System 1984 (WGS841) datum. • Civic 
location – a set of elements that describe detailed street address information.  

Location Recipient  In the context of location information to support IP based emergency services: A 
location recipient is the consumer of location information. This may be the 
target, the PSAP, the VPC or any other node that uses location information when 
it is provided.  

Location-unaware  Used to describe IP devices that are location-capable but that have not been able 
to successfully acquire location information, either with network assistance or by 
self-determination.  

Location Validation  Refers to the action of ensuring that a civic address can be used to discern a 
route to a PSAP.  

Logging Recorder  A voice-band audio recorder which records to and plays from a permanent 
storage media such as tape or disk. Logging recorders are typically multichannel 
so as to simultaneously record from several sources.      

Login  The process of identifying and authenticating oneself to a computer, ACD or E9-
1-1 attendant position system.  

Loopback  A type of diagnostic test in which a transmitted signal is returned to the 
transmitting device and then compared to the original signal.  

Main Station  (see Access Line)  

Management 
Information System 
(MIS)  

A program that collects, stores and collates data into reports enabling 
interpretation and evaluation of performance, trends, traffic capacities, etc.  

 



 
 

Term  Definition  
Manual Transfer  The capability of a PSAP attendant to transfer a 9-1-1 call to another location by 

manually dialing the destination number or speed dialing code.  
Master Clock  An accurate timing device that generates synchronization signals to control other 

clocks or equipment. (Ref. NENA 04-002)  

Master Street Address 
Guide (MSAG)  

A data base of street names and house number ranges within their associated 
communities defining Emergency Service Zones (ESZs) and their associated 
Emergency Service Numbers (ESNs) to enable proper routing of 9-1-1 calls.  

Master Street Address 
Guide (MSAG) 
Address  

Address recognized by Public Safety for the dispatch of emergency first 
responders. It is an absolute and unique address in that variants for directions, 
street spelling, street suffixes, and community names are not allowed.  It is 
preferred that MSAG Addresses be in Civic Address format.  The community 
name associated with this address format is assigned by the Addressing 
Authority in cooperation with the 9-1-1 Administrator and may or may not be 
the same as the community name assigned by the USPS. MSAG addresses are 
used to route 9-1-1 calls and for ALI display. NOTE: MSAG Address data 
format is not standardized throughout the country.  This is generally attributed to 
legacy system limitations that have been continued as operational practices on 
the part of 9-1-1 administrative entities. This fact gives rise to the need for two 
subtending MSAG definitions. (See Standard MSAG and Local Operational 
MSAG.)  

Master Street Address 
Guide (MSAG) 
Administrator  

The organizational entity responsible for maintaining a specific set of MSAG 
data in order to keep it relevant and up-to-date. The MSAG Administrator is the 
final authority on MSAG accuracy and works with the appropriate 9-1-1 
Administrator to maintain integrity of the data.  

Master Street Address 
Guide (MSAG) 
Consumer  

Identifies appropriate organizational entities that have an accepted need for the 
MSAG in order to support E9-1-1 (e.g., DBMSPS, SPs, Wireless, VDBs, 
ERDBs, VSPs).  

Master Street Address 
Guide (MSAG) 
Discrepancy  

An MSAG Discrepancy is defined as a record being retrieved from ALI during 
an actual E9-1-1 call with incorrect information because an MSAG field was 
incorrect. For example, incorrect ESN assignment or transposition of numbers, 
incorrect house number ranges, odd/even indicator.  

Master Street Address 
Guide (MSAG) Error  

An MSAG error is defined as a hard error from DBMS service order processing 
or a manual update that failed to meet the MSAG specifications.  

Master Street Address 
Guide (MSAG) FTP 
Client  

Describes the system which connects to the MSAG FTP Server in order to 
retrieve MSAG data files. Throughout this document the MSAG FTP Client will 
referred to as the “FTP client”.  

 



 
 

Term  Definition  
Master Street Address 
Guide (MSAG) FTP 
Interface  

Utilizes the SFTP protocol that has been implemented on one or more managed 
file servers, which enables the transfer of MSAG data files to authorized MSAG 
consumers.  

Master Street Address 
Guide (MSAG) FTP 
Server  

The system that the MSAG Source organization uses for distributing MSAG 
data files to necessary recipients. MSAG data files may be distributed on several 
servers with each server responsible for enforcing user authentication processes 
for any MSAG FTP Client system. Throughout this document the MSAG FTP 
Server will referred to as the “FTP server”.  

Master Street Address 
Guide (MSAG) 
Operator  

Typically the Database Management System Provider (DBMSP). Works in 
conjunction with 9-1-1 Administrator to provide and maintain the database 
equipment and infrastructure that supports the access and retrieval of the MSAG 
data by authorized parties  

Master Street Address 
Guide (MSAG) Source  

Represents a recognized supplier of MSAG files, which may be the MSAG 
Administrator, or an authorized MSAG Operator. The MSAG Source is typically 
the E9-1-1 System Service Provider, but may be the 9-1-1 Administrator’s 
MSAG Administrator.  

Media Gateway 
Control Protocol 
(MGCP)  

In computing, MGCP is a protocol used within a Voice over IP system.  MGCP 
is an internal protocol used within a distributed system that can appear to the 
outside world as a single VoIP gateway. This system is composed of a Call 
Agent, at least one “media gateway” (MG) that performs the conversion of 
media signals between circuits and packets, and at least one “signaling gateway” 
(SG) when connected to the PSTN. MGCP is a client-server protocol, used by 
telephony providers in order to have more control over subscribers, contrary to 
the Session Initiation Protocol (SIP) or H.323 that are peer-to-peer protocols. 
However, MGCP and SIP can be combined in some cases.  

Message Encryption  Message encryption is a process of disguising a message in such a way as to hide 
its substance.  

Message Integrity  Message integrity mechanisms provide protection against unauthorized message 
modifications.   

Micro-Cell  Commonly used to describe PCS cells due to their much smaller footprint 
compared to a Cellular cell.  

Migrate  The term used to describe the inward transaction the Recipient Company 
submits to the 9-1-1 Data Base Management System Provider that signifies 
movement of telephone service from a Donor Service Provider.  

Millisecond (ms)  One-thousandth of a second (0.001 s)  

Misroute  An E9-1-1 call routed to an incorrect PSAP due to a network discrepancy; i.e., 
wrong ESN in selective routing data base, incorrect switch translations.  

Misroute  An E9-1-1 call routed to an incorrect PSAP due to a network discrepancy; i.e., 
wrong ESN in selective routing data base, incorrect switch translations.  

 



 
 

Term  Definition  
  

Mobile  In the context of location information to support IP based emergency services: A 
user is said to be mobile if they are able to change access points while preserving 
all existing sessions and services regardless of who is providing the access 
network, and their location may be definitively represented by a geographic co-
ordinates but only indicatively represented by a civic address.  

Mobile Competence 
Centre (MCC)  

The Mobile Competence Centre (MCC) provides support to the 3rd Generation 
Partnership Project (3GPP), as well as to ETSI’s Technical Committee projects. 
MCC combines voluntary resources with funded resources, all of which are 
located at the ETSI Headquarters in Sophia Antipolis, southern France. Some 
experts have been provided by the 3GPP Partners; the remaining team members 
are paid for from the MCC budget.   

Mobile Directory 
Number (MDN)  

The telephone number dialed to reach a wireless telephone.   

Mobile Identified 
Number (MIN)  

A 34-bit binary number that a wireless handset transmits to identify itself to the 
wireless network.  

Mobile Position Center 
(MPC)  

The MPC serves as the point of interface to the ANSI wireless network for the 
Emergency Services Network. The MPC serves as the entity which retrieves, 
forwards, stores and controls position data within the location network. It can 
select the PDE(s) to use in position determination and forwards the position to 
the requesting entity or stores it for subsequent retrieval.  In the case of a PDE 
with autonomous determination capability, the MPC receives and stores the 
position estimation for subsequent retrieval.  The MPC may restrict access to 
position information (e.g., require that the MS be engaged in an emergency 
service call or only release position information to authorized nodes.)  

Mobile Station (MS)  The Mobile Station is the end user making the emergency services call.  In Phase 
2 it is up to the location terminology in the wireless network to locate the Mobile 
Subscriber’s handset so that the Position Information may be passed to the 
Emergency Services Network.  

Mobile Switching 
Center (MSC)  

The wireless equivalent of a Central Office, which provides switching functions 
from wireless calls.  

Mobile Switching 
Center Trunk 
Alternate Route  

The routing condition that occurs when all trunks from the MSC to SR are out of 
service and calls need to be routed to the PSAP. The scenario represents an MSC 
to SR trunk failure condition versus an all trunks busy condition. (57-001)  

Mobile Switching 
Center Default Route  

The routing condition that occurs when a) a wireless 9-1-1 call arrives at an 
MSC with insufficient data to allow normal routing to the correct PSAP, or b) all 
dedicated MSC to SR trunks, primary and secondary routes, are out of service 
(i.e., trunk failure condition).(57-001)  

 



 
 

Term  Definition  
Mobile Switching 
Center Trunk Overflow 

The routing condition that occurs when all trunks from the MSC to the SR are 
busy with calls and additional calls need to be routed to the PSAP. Wireless call 
volume exceeds available MSC to SR trunk capacity. (57-001)  

Mobile Switching 
Office (MSO)  

(see Mobile Switching Center (MSC))  

Modem  An interface device which allows digital data signals to be transmitted over 
analog telephone lines.  

Multi-Frequency (MF)  A type of in-band signaling used on analog interoffice and 9-1-1 trunks.  
Multi-Line Telephone 
System (MLTS)  

A system comprised of common control unit(s), telephone sets, and control 
hardware and software. This includes network and premises based systems.  i.e., 
Centrex and PBX, Hybrid, and Key Telephone Systems owned or leased by 
governmental agencies and non-profit entities, as well as for profit businesses.   

Multi-Line Telephone 
System (MLTS) 
Operator  

The entity that either owns, or leases/rents from a third party, and operates a 
MLTS through which a caller/person may place a 9-1-1 call through the public 
switched network.  

MultiMedia 
Telecommunications 
Association (MMTA)  

MMTA focuses on the convergence of communications and computing. 
Providing an open forum for the development of global markets, MMTA strives 
to ensure a high level of competency and creativity in the delivery of new 
technology-based solutions to the business community.  In the fall of 2000, 
MMTA was integrated into TIA.  

Multi-Protocol Label 
Switching (MPLS)  

A mechanism that allows network administrators to perform a measure of traffic 
engineering within their networks.  

Multi Protocol Over 
ATM (MPOA)  

A specification that enables ATM services to be integrated with existing local-
area networks (LANs) that use Ethernet, token-ring or TCP/IP protocols.  The 
goal of MPOA is to allow different LANs to send packets to each other via an 
ATM backbone.  

Namespace Name   The full-form name of a namespace. For example, “Library Of Congress 
Catalogue Number” or “urn:oasis names:tc:emergency:cap:1.1” (the XML 
namespace name assigned to the OASIS Common Alerting Protocol schema 
definitions).  

Namespace Qualifier  A short-form synonym of a namespace name. It is used together with an object 
identity to make explicit the defining (parent) namespace of the identity. We will 
then say that the identity is namespace-qualified. For example, LCCN is used for 
the “Library Of Congress Catalogue Number” namespace.  

Namespace Prefix  The equivalent of namespace qualifier in XML – a short-form synonym for a 
namespace URI.  

Namespace Uniform 
Resource Identifier 
(URI)  

The XML specific namespace name.  

 



 
 

Term  Definition  
National Emergency 
Number 
Association(NENA)  

The National Emergency Number Association is a not-for-profit corporation 
established in 1982 to further the goal of “One Nation-One Number.” NENA is a 
networking source and promotes research, planning and training. NENA strives 
to educate, set standards and provide certification programs, legislative 
representation and technical assistance for implementing and managing 9-1-1 
systems.  

Nationally Recognized 
Testing Laboratory 
(NRTL)  

Any of several testing laboratories recognized in the United States in accordance 
with industry and municipal standards.  

Network Access 
Identifier (NAI)  

An identifier commonly used to tie a user to a specific realm.  

Network Access Server 
(NAS)  

A device that controls access to a network or to an ISP. It is an access gateway 
between an external communications network and an internal network.  

Network Address 
Translation (NAT)  

In computer networking, the process of network address translation (NAT, 
also known as network masquerading or IP-masquerading) involves 
rewriting the source and/or destination addresses of IP packets as they pass 
through a router or firewall. Most systems using NAT do so in order to enable 
multiple hosts on a private network to access the Internet using a single public IP 
address.  

Network Element 
Security  

Describes methods for securing any layer 3 device in an IP network – including 
routers and some switches. This includes both physical and IT related security 
practices.  

Network Layers Model  The OSI, or Open System Interconnection, model defines a networking 
framework for implementing protocols in seven layers.  Control is passed from 
one layer to the next, starting at the application layer in one station, and 
proceeding to the bottom layer, over the channel to the next station and back up 
the hierarchy. In ascending order the layers are: physical, data link, network, 
transport, session, presentation, and application.  

Network Layer 
Security  

This is security deployed by layer 3 devices that prevent attacks aimed at 
terminating network services. This includes firewalls, ACL’s and other network 
related devices and techniques for threat mitigation.  

Network Location 
Determination  

In the context of location information to support IP based emergency services: 
Refers to the mechanism and data that a network entity can use to ascertain the 
whereabouts of a terminal in the access network such that the location can be 
specified in a valid PIDF-LO.  

Network Reliability 
Council (NRC)  

A study group made up of experts in the field of networks as they relate to 
Public Safety Systems charged with assessing the reliability of the network and 
to make recommendations concerning service quality.  

Network Time Protocol 
(NTP)  

A powerful utility for synchronizing system clocks over a TCP/IP network.  

 



 
 

Term  Definition  
Next Generation 9-1-1 
(NG9-1-1)  

NG9-1-1 is the next evolutionary step in the development of the 9-1-1 
emergency communications system known as E9-1-1 since the 1970s. NG9-1-1 
is a system comprised of managed IP-based networks and elements that augment 
present-day E9-1-1 features and functions and add new capabilities. NG9-1-1 
will eventually replace the present E9-1-1 system. NG9-1-1 is designed to 
provide access to emergency services from all sources, and to provide 
multimedia data capabilities for PSAPs and other emergency service 
organizations. NOTE: It is recognized that there will be a multi-year transition to 
NG9-1-1 beginning as early as 2007. See the NENA list of FAQs related to 
NG9-1-1 for more details.  

No Record Found 
(NRF)  

A condition where no ALI information is available for display at the PSAP.   

Nomadic  In the context of location information to support IP based emergency services: A 
user is said to be nomadic if they are constrained within an access network such 
that their location can be represented as a definitive civic address for that 
network attachment. The user may move from one network attachment to 
another but cannot maintain a session during that move. If the user is able to 
move outside the definitive civic address without losing network attachment 
then the user is considered to be mobile, not nomadic.  

Nomadic VoIP Call  Call generated by a VoIP user other than their originally provisioned fixed 
location using the terminal equipment from that location (i.e.: VoIP handset, 
laptop, VoIP terminal, PC).  

Non-blocking  A switching network designed to complete all call attempts.  

Non Call-Path 
Associated Signaling 
(NCAS)  

A method for delivery of wireless 9-1-1 calls in which the Mobile Directory 
Number and other call associated data are passed from the Mobile Switching 
Center to the PSAP outside the voice path.  

Non-Selective Routing  The routing of 9-1-1 calls based on the NXX or trunk group.  
North American 
Numbering Plan  

Use of 10 digit dialing in the format of a 3 digit NPA followed by 3 digit NXX 
and 4 digit line number. NPA-NXX-XXXX.  

North American 
Numbering Plan 
Administration  

The agency that tracks assignment of Area Codes and Central Office Codes.  

NPAC – Interactive 
Voice Response (IVR) 
System  

Porting data is available throughout the U.S. from the NPAC data base via IVR 
access. Throughout the 02-011 document, referral to access porting data, DOES 
NOT MEAN IVR ACCESS.  

Numbering Plan Area 
(NPA)  

An established three-digit area code for a particular calling area where the first 
position is any number 2 through 9 and the last two (2) positions are 0 through 9.  

 



 
 

Term  Definition  
Numbering Plan Digit 
(NPD)  

A component of the traditional 8-digit 9-1-1 signaling protocol between the 
Enhanced 9-1-1 Control Office and the PSAP CPE. Identifies 1 of 4 possible 
area codes.  

Numbering Plan Digits 
(NPD)  

Part of the North American telephone numbering scheme.  This is also known as 
the Area Code or Numbering Plan Area (NPA).  

NXX  A three-digit code in which N is any digit 2 through 9 and X is any digit 0 
through 9. Typically used in describing the “Exchange Code” fields of a North 
American Numbering Plan telephone number. The full numbering system is in 
the format of “Area Code” + “Exchange Code” + “Line Number” or NPA-
NXXXXXX. A central office will have one or more area and exchange codes.  

On-Time-Point  The leading edge of a pulse which occurs coincident with the beginning of a 
second. (Ref. NENA 04-002)  

Open Systems 
Interconnection (OSI)  

A 7-layer hierarchical reference model structure developed by the International 
Standards Organization for defining, specifying, and relating communications 
protocols; not a standard or a protocol; Layer Description – (7) Application 
Provides interface with network users, (6) Presentation Performs format and 
code conversion, (5) Session Manages connections for application programs, (4) 
Transport Ensures end-to-end delivery, (3) Network Handles network addressing 
and routing, (2) Data Link Performs local addressing and error detection and (1) 
Physical Includes physical signaling and interfaces  

Order of Authority  A formal order by the state or local authority which authorizes public agencies 
or public safety agencies to provide 9-1-1 service in a geographical area.  

Oscillatory  A transient comprised of various impulse transients with alternating 
characteristics. (Ref. NENA 04-001)  

Overflow  The telecommunications term for the condition when there are more calls than 
the primary network path is designated to handle.  This condition invokes the 
need to perform some form of call treatment, such as busy signals or Alternate 
Routing (also see Alternate Routing).  

P.01 Grade of Service  (see Grade of Service.)  
Packet  Logical grouping of information that includes a header containing control 

information and (usually) user data. Packets are most often used to refer to 
network layer units of data. The terms datagram, frame, message, and segment 
are also used to describe logical information groupings at various layers of the 
OSI reference model and in various technology circles  

Packet-Switched Data 
Networks  

In telecommunications, packet-switching is now-dominant communications 
paradigm, in which packets (units of information carriage) are individually 
routed between nodes over data links which might be shared by many other 
nodes. In packet switched networks, such as the Internet, the data is split up into 
packets, each labeled with the complete destination address and routed 
individually.  

 



 
 

Term  Definition  
Permanent Virtual 
Circuit (PVC)  

Permanent, or semi-permanent links that are configured in an packet network. A 
PVC follows a fixed path through a network.  

Personal 
Communications 
Service (PCS)  

A Commercial Mobile Radio Service using cellular radio networks, but distinct 
from cellular wireless in its frequencies and communications options.  

Personal Digital 
Assistant (PDA)  

Small, handheld device used to store address book information, telephone 
numbers, personal contacts and other personal information.  

Phonetic Alphabet  Words and names used to clarify the letter used. (Example: A=alpha or Adam, 
B=bravo or boy).  

Pilot Number  A telephone customer’s main account number, lead number, main listed number, 
or billing account.  

Point-to-Point Protocol 
(PPP)  

A protocol that is used to establish a network link over a dedicated channel. It is 
widely used for internet access. PPP is modular in design and can support 
different authentication protocols.  

Point-to-Point Protocol 
over Asynchronous 
Transfer Mode (ATM) 
(PPPoA)  

A specific binding that allows PPP to be used for ATM links. PPPoA is used for 
DSL networks.  

Point-to-Point Protocol 
over Ethernet (PPPoE)  

A specific binding that allows PPP to be used for Ethernet networks links. 
PPPoE is used for DSL networks.  

Polygon  A shape that is closed, i.e.: circle, square, triangle or any derivative thereof.  
Position Determining 
Entity (PDE)  

The PDE determines the precise position or geographic location of a wireless 
terminal when the MS starts a call or while the MS is engaged in a call.  Each 
PDE supports one or more position determining technologies.  Multiple PDEs 
may service the coverage area of an MPC and multiple PDEs may serve the 
same coverage area of an MPC utilizing different positioning determining 
technologies. (PDE is synonymous with Location Determination Technology 
(LDT))  

Presence  “Presence” or presence information, conveys the ability and willingness of a 
user to communicate with other users on a network, across a set of devices.  
IETF RFC 2778 defines a model and terminology for describing systems that 
provide presence information.  In that model, a presence service is a system that 
accepts, stores, and distributes presence information to interested parties.    

Presence Information 
Data Format (PIDF)  

The Presence Information Data Format is specified in IETF RFC 3863; it  
provides a common presence data format for Presence protocols, and also 
defines a new media type. A presence protocol is a protocol for providing a 
presence service over the Internet or any IP network.  

 



 
 

Term  Definition  
Presence Information 
Data Format – 
Location Object 
(PIDF-LO)  

Provides a flexible and versatile means to represent location information in a SIP 
header using an XML schema.  

Primary ISDN PSAP  (see Primary Public Safety Answering Point)  
Primary Public Safety 
Answering Point 
(PSAP)  

A PSAP to which 9-1-1 calls are routed directly from the 9-1-1 Control Office. 
(see Public Safety Answering Point)  

Primary Rate ISDN 
(PRI)  

A non-switched digital service which utilizes DS1 level 1.544 mbps digital 
carrier full duplex technology and standards to transport multiple 64 kbps clear 
channels from an originating ISDN equipped central office switch over a point 
to point facility to a terminating ISDN equipped customer location.  PRI utilizes 
a full duplex 1.544 mbps DS1 level circuit sectioned into twenty-four (24) 
individual 64 kbps clear channels. Bearer services and circuit control are 
comprised of twenty-three (23) 64 kbps B-channels and one (1) 64 kbps D-
channel totaling to the 1.544 mbps level.  

Primary Rate Interface 
(PRI)  

A bundle of ISDN circuits with 23 B channels at 64 Kbps and one D channel 
equivalent to one T1 link.  

Private 9-1-1 
Emergency Answering 
Point  

An answering point operated by non-public safety entities with functional 
alternative and adequate means of signaling and directing response to 
emergencies.  Includes training to individuals intercepting call for assistance that 
is in accordance with applicable local emergency telecommunications 
requirements.  Private 9-1-1 Emergency Answering Points are an adjunct to 
public safety response and as such must provide incident reporting to the public 
safety emergency response centers per local requirements.  

Private Branch 
Exchange (PBX)  

A private telephone switch that is connected to the Public Switched Telephone 
Network.  

Private Switch 9-1-1 
(PS/9-1-1)  

A private telephone system which includes network, switching and data base 
elements capable of providing ANI (ELIN) and ALI (ERL). Designed to use in 
emergency situations to notify Public Safety personnel of the specific location of 
a 9-1-1 caller utilizing a Telephone Station connected to a private telephone 
network.  

Private Switch ALI 
(PSALI)  

A service option which provides Enhanced 9-1-1 features for telephone stations 
behind private switches. E.g. PBXs.  

Protocol  A set of rules or conventions that govern the format and relative timing of data 
in a communications network.  There are three basic types of protocols: 
character-oriented, byte-oriented, and bit-oriented. The protocols for data 
communications cover such things as framing, error handling, transparency, and 
line control.  

 



 
 

Term  Definition  
Proxy Operator  Operates proxy server(s).  
Proxy or Proxy 
Server/Policy and 
Routing Server  

“A policy and routing server in the context of SIP is a proxy server, an 
intermediary entity that acts as both a server and a client for the purpose of 
making requests on behalf of other clients. A proxy server primarily plays the 
role of routing, which means its job is to ensure that a request is sent to another 
entity “closer” to the targeted user. Proxies are also useful for enforcing policy 
(for example, making sure a user is allowed to make a call). A proxy interprets, 
and, if necessary, rewrites specific parts of a request message before forwarding 
it.” (Refer to IETF RFC 3261[5].) It can be a policy/routing element in other 
protocols.  

Pseudo Automatic 
Location Identification 
(pALI)  

An ALI record associated with a pANI, configured to provide the location of the 
wireless cell or sector and information about its coverage or serving area 
(footprint).  

Pseudo Automatic 
Number Identification 
(pANI)  

A telephone number used to support routing of wireless 9-1-1 calls.  It may 
identify a wireless cell, cell sector or PSAP to which the call should be routed. 
Also known as routing number.    

Public Agency  A state or any unit of local government or special purpose district located in 
whole or in part within a state, which provides police, fire-fighting, medical or 
other emergency services or has authority to do so.  

Public Safety Agency  An entity that provides fire fighting, law enforcement, emergency medical or 
other emergency service.  

Public Safety 
Answering Point 
(PSAP)  

A facility equipped and staffed to receive 9-1-1 calls. (see also Primary and 
Secondary Public Safety Answering Point (PSAP))   

Public Safety 
Answering Point 
(PSAP) Operators  

Operates the Public Safety Answering Points in a particular county, state, or 
other regional jurisdiction.  

Public Safety 
Answering Point 
(PSAP) Uniform 
Resource Identifier 
(URI)  

A form of a name or address that denotes a PSAP and is used over an IP 
network.  

Public Service 
Announcement (PSA)  

Announcement of events, emergency information and other public interest 
information on public and private media (radio, television, print) at no cost to the 
requesting agency (usually).  

Public Switched 
Telephone Network 
(PSTN)  

The network of equipment, lines, and controls assembled to establish 
communication paths between calling and called parties in North America.  

Quality Assurance 
Program  

System that facilitates review and evaluation of work product.  Information is 
used to validate effectiveness of training and evaluate need for additional 
training or other corrective action.  

 



 
 

Term  Definition  
Quality of Service 
(QoS)  

As related to data transmission a measurement of latency, packet loss and jitter.  

Queuing  Queuing is an automated process by which call are presented in a predefined 
sequence to a call taker.  

Radio Frequency (RF)  Self explanatory.  
Rate Center  A geographically specified area used for determining mileage and/or usage 

dependent rates in the Public Switched Telephone Network.  

Real-Time  The availability of information at the exact time it is occurring.  

Real-time Transport 
Control Protocol 
(RTCP)  

RTCP is a sister protocol of RTP and provides out-of-band control information 
for an RTP flow. It partners RTP in the delivery and packaging of multimedia 
data, but does not transport any data itself. It is used periodically to transmit 
control packets to participants in a streaming multimedia session. The primary 
function of RTCP is to provide feedback on the quality of service being provided 
by RTP. It gathers statistics on a media connection and information such as 
bytes sent, packets sent, lost packets, jitter, feedback and round trip delay. An 
application may use this information to increase the quality of service perhaps 
by limiting flow, or maybe using a low compression codec instead of a high 
compression codec. RTCP is used for Quality of Service (QoS) reporting.  

Real-Time Transport 
Protocol (RTP)  

A network protocol used to carry packetized audio and video traffic over an IP 
network that helps ensure that packets get delivered in a timely way.  

Recall Recorder  A voice-band audio recorder which records to and plays from a media that may 
not be permanent (such as tape loop, fixed disk or RAM). Recall recorders are 
typically associated with each operator position for the purpose of recording and 
playing back their most recent conversations. Also known as Call Check or 
Instant Playback Recorder.  

Receipt  Date and time stamp when document either entered into an electronic tracking 
system by the jurisdiction or service provider.  

Recipient Company  The new Service Provider responsible for the end users telephone service and 
E9-1-1 data after the migration of the telephone number from a Donor Service 
Provider.  

Redirect Operator  Operates redirect server(s).  

Redirect Server/Call 
Relay Server  

In the context of SIP, a call relay server is a redirect server UA server that 
generates (3xx) redirect responses to requests it receives, redirecting the client to 
contact an alternate set of Uniform Resource Identifiers (URIs). (Refer to IETF 
RFC 3261[5].) This may be an H.323 Gatekeeper for implementations that use 
ITU H.323 architectures.  

Redundancy  Duplication of components, running in parallel, to increase reliability; A backup 
system (either a device or a connection) that serves in the event of primary 
system failure.  

 



 
 

Term  Definition  
Referred  Date and time stamp when the Data Base Management System Provider’s Data 

Rep determines it is necessary to forward the request to another entity.  

Regional Access 
Network Provider 
(RANP)  

The entity that provides wide area DSL coverage. The RANP provides logical 
links to an ISP in the form of ATM PVCs, L2TP tunnels, or IP routed traffic.  

Rejected  Date and time stamp a request is denied by the recipient.  
Remote Authentication 
Dial-In User Service 
(RADIUS)  

The attributes for conveying access network ownership and location information 
based on a civic and geospatial location format  

Remote Call 
Forwarding  

As utilized within Interim Number Portability, a permanent call forwarding 
feature that allows a call to one Directory Number to be automatically advanced 
to a Directory Number of another Local Exchange Carrier.  

Remote Switch Units 
(RSU)  

A small switching system that is located at a remote point from a host switch.  
All or most of its call processing capability is obtained from an electronic type 
host office. The remote is connected to the host by umbilical circuits providing 
message and signal handling capabilities.  

Reorder Tone  An audible tone of 120 interrupts per minute (ipm) returned to the calling party 
to indicate the call cannot be processed through the network. Sometimes referred 
to as fast busy.  

Re-Ring  (see Emergency Ring Back)  

Resource Reservation 
Protocol (RSVP)  

Protocol that supports the reservation of resources across an IP network.  

Response Agency  The public safety agency having legal or consensual obligation to respond to a 
call for service.  

Retrieval Key  A 10-digit number that is used to uniquely identify an emergency call for the 
purpose of retrieving the ALI record by the PSAP.  

Ringback Tone  A tone returned to the caller to indicate that a call is being processed.  

Roaming  Roaming: means gaining network access through a service provider other than 
the one that the subscriber purchases service from, or outside the subscriber’s 
home service territory.  

Root Discovery 
Operator (RDO)  

The operator that supports the well known root database from which the URI 
(Uniform Resource Identifier) of the correct VDB or ERDB can be determined 
based on regional location information.  

Route Diversity  (see Diverse Routing)  

 



 
 

Term  Definition  
Router  • An interface device between two networks that selects the best route to 

complete the call even if there are several networks between the originating 
network and the destination • A device that provides network management 
capabilities (e.g., load balancing, network partitioning, usage statistics, 
communications priority and troubleshooting tools) that help network managers 
to detect and correct problems • An intelligent device that forwards data packets 
from one local area network (LAN) to another and that selects the most 
expedient route based on traffic load, line speeds, costs, or network failures to 
complete the call  

Routing Emergency 
Service Number (ESN)  

The 3-5 position Emergency Service Number (ESN) used by a selective router to 
selectively route a 9-1-1 call and for switch-based selective transfer features. In 
cases where Routing ESNs are not used, the routing ESN equals the 
Administrative ESN.  (Refer to Administrative ESN)  

Routing Number  (see Pseudo Automatic Number Identification (pANI))   
Routing Number 
Authority (RNA)  

An authority responsible for distributing ranges of numbers to network operators 
for the purposes of call routing and query steering.  

RS-232C  An electrical and mechanical standard for the serial transfer of digital 
information between digital systems, such as computers, printers or 
communications equipment.  

Secondary ISDN 
Public Safety 
Answering Point  

(see Secondary Public Safety Answering Point)  

Secondary Public 
Safety Answering 
Point  

A PSAP to which 9-1-1 calls are transferred from a Primary PSAP. (See Public 
Safety Answering Point)  

Selective Router  (see Enhanced 9-1-1 Control Office)  
Selective Router (SR) 
Operators  

Operates the Selective Router(s) corresponding to specific local exchange areas.  

Selective Routing (SR)  The routing of a 9-1-1 call to the proper PSAP based upon the location of the 
caller. Selective routing is controlled by the ESN which is derived from the 
customer location.  

Selective Routing Data 
Base (SRDB)  

The routing table that contains telephone number to ESN relationships which 
determines the routing of 9-1-1 calls.  

Selective Transfer  The capability to transfer a 9-1-1 call to a response agency by operation of one 
of several buttons typically designated as police, fire, and emergency medical; 
based on the ESN of the caller.  

Server  In information technology, a server is a computer program that provides services 
to other computer programs (and their users) in the same or other computers.  
The computer that a server program runs in is also frequently referred to as a 
server (though it may be used for other purposes as well).   

 



 
 

Term  Definition  
Server  • On a local area network, the computer that runs the administrative software to 

control access to the network. The server makes network resources available to 
the workstations • Node or software program that provides services to clients • 
In network addressing, a concentrator, data switch, or host computer being 
accessed • In a synchronous packet assembler/disassembler (PAD), a device that 
assigns remote devices to a logical multipoint host line  

Service Address  The physical location of a subscriber access line. Service Address is the 
recommended address for 9-1-1 use. (May be different from the listed address or 
billing address)  

Service Level 
Agreement (SLA)  

A contract between a service provider and the end user, which stipulates and 
commits the service provider to a required level of service.  

Service Order  Local Exchange Carrier document used for additions, changes or removals of 
telephone service.  

Service Order Input 
(SOI)  

Service Order Input is a file of completed service order updates that is sent to the 
DBMSP by all SP’s.  

Service Provider  An entity providing one or more of the following 9-1-1 elements: network, CPE, 
or data base service.  

Service Provider 
Identifier (SPID)  

A four (4) character, numeric service provider identification code assigned by 
the National Exchange Carrier Association (NECA) to Local Exchange Carriers. 
It does not include resellers, private switch owners or others not acting as LEC’s 
who are sending customer’s transaction record data to the 9-1-1 data bases.  

Serving Central Office  The central office (CO) from which a subscriber is served. (see Central Office 
(CO))  

Serving Public Safety 
Answering Point  

The PSAP to which call would normally be routed. (57-001)  

Session Initiation 
Protocol (SIP)  

This application protocol already has a priority field that recognizes four values.  
In order of importance, they are: Emergency, Urgent, Normal, Non-Urgent  

Shared Residential 
MLTS Service  

The use of a MLTS to provide service to residential facilities even if the service 
is not delineated for purposes of billing. For purposes of the definition, 
residential facilities shall be liberally construed to mean single family and 
multifamily facilities including Extended Care Facilities and Dormitories.  

Shared 
Telecommunications 
Services  

Includes the provision of telecommunications and information management 
services and equipment within a used group located in discrete private premises 
in building complexes, campuses, or high-rise buildings, by a commercial shared 
services provider or by a user association, through privately owned customer 
premises equipment and associated data processing and information 
management services, and includes the provision of connections to the facilities 
of a local exchange and to interexchange telecommunications companies.  

 



 
 

Term  Definition  
Signaling Connection 
Control Part (SCCP)  

SCCP is the protocol used at the transport layer for TCAP-based services such as 
freephone (800/888), calling card, local number portability, wireless roaming, 
and personal communication services (PCS). SCCP also provides the means by 
which an STP can perform global title translation (GTT), a procedure by which 
the destination signaling point and subsystem number (SSN) is determined from 
digits (i.e., the global title) present in the signaling message.  

Signaling System 7 
(SS7)/Common 
Channel Signaling 7 
(CCS7)  

An out-of-band signaling system used to provide basic routing information, call 
set-up and other call termination functions. Signaling is removed from the voice 
channel itself and put on a separate data network. Also known as Common 
Channel Signaling No. 7 (CCS7).  

Signature Control  A means to control the output of a time code signal based on the sync or lock 
status of the PSAP master clock. (Ref. NENA 04-002)  

Simple Network Time 
Protocol (SNTP)  

A utility for synchronizing system clocks over a TCP/IP network. This protocol 
is similar to NTP and is used when the ultimate performance of the full NTP 
implementation is not needed.  

Simple Object Access 
Protocol (SOAP)  

SOAP is a protocol for exchanging XML-based messages over a computer 
network, normally using HTTP. SOAP forms the foundation layer of the Web 
services stack, providing a basic messaging framework that more abstract layers 
can build on.  

Simple Transversal of 
User Datagram 
Protocol (UDP) 
Network 
AddressTtranslation 
(NATs) (STUN)  

A protocol for assisting devices behind a NAT firewall or router with their 
packet routing.  

Simulated Facility 
Group (SFG)  

A Facility Group is a set of trunks established for a particular transport purpose 
to which incoming calls are routed.  When this is simulated, this is a form of call 
blocking for congestion control.  

Single Point of Failure  A hardware or software component or sub-system which experiences a failure 
causing more than 50% of the total system to fail. (Ref. NENA 04-001 
Reliability Objectives)  

Society of Automotive 
Engineers (SAE)  

U.S. based engineering standard body for the automotive industry.  

Sockets  A method for communication between two applications in a network. The socket 
is defined as “the endpoint in a connection”.  

Soft Permanent Virtual 
Circuit (SPVC)  

A Soft PVC is a user-to-user connection in which the user-to-network 
connections are PVCs, but all or part of the cross-network connection is an SVC 
and does not need to be configured at every hop across the ATM network (as 
would be the case for a PVC).  

 



 
 

Term  Definition  
Source Data Base  The data base maintained by each Service Provider which provides customer 

telephone number and location information for the initial load and ongoing 
updates to the ALI data base held by the Data Base Management System 
Provider.  

Spatial  Concept of describing a space or area of space.  

Spike Masking  The “spike” is a rapid increase in the number of call attempts to the telephone 
network. When the network’s capacity is reached, all call attempts beyond when 
can be carried are blocked or “masked” (i.e., you can’t see them because they are 
being carried).  

Splash Ringing  The capability to provide an audible signal simultaneously with trunk seizure on 
an incoming 9-1-1 call.  

SSH File Transfer 
Protocol (SFTP)  

A network protocol that provides file transfer and manipulation functionality 
over any reliable data stream. It is typically used with the SSH-2 protocol to 
provide secure file transfer.  

Stand Alone Data Base  A data base system created, maintained and located at a 9-1-1 Jurisdiction.  

Standard Master Street 
Address Guide 
(MSAG)  

An MSAG maintained in accordance with the data fields as recommended in 
NENA standards 02-010 and 02-011. (See MSAG Address and Local 
Operational MSAG)  

Standard Operating 
Procedure (SOP)  

A written directive that provides a guideline for carrying out an activity.  The 
guideline may be made mandatory by including terms such as “shall” rather than 
“should” or “must” rather than “may”.  

Start (ST)  An MF signaling tone (digit).  

Start Bit  In asynchronous transmission, the first element in each character that prepares 
the receiving device to recognize the incoming information.  

Start Prime (STP)  An MF signaling tone (digit)  

Station Identification  A telephone number dialable from the public switched network, which provides 
sufficient information to permit a return call by the Public Safety Answering 
Point to the caller or a telephone nearby the caller.  

Stop Bit  In asynchronous transmission, the last transmitted element in each character, 
which permits the receiver to come to an idle condition before accepting another 
character.  

Straight Binary 
Seconds (SBS)  

A binary number that appears in the IRIG time code which represents the total 
number of seconds since midnight. (Ref. NENA 04-002)  

 



 
 

Term  Definition  
Stream Control 
Transport Protocol 
(SCTP)  

SCTP is defined by IETF RFC2960 as the transport layer to carry signaling 
messages over IP networks. SCTP/T is just one of the many products in the 
Adax Protocol Software (APS) SIGTRAN suite that has been designed for 
Convergence, Wireless and Intelligent Networks. Compliant with IETF 
RFC2960 and RFC3309, SCTP/T (SCTP for Telephony) is implemented in the 
OS kernel. SCTP/T provides a transport signaling framework for IP networks 
that enhances the speed and capability of SSCS/HSL and can be deployed over 
T1/E1, Ethernet and ATM OC3 physical media interfaces. In addition to the 
services specified in IETF RFC2960, Adax SCTP/T also provides a transport 
framework with levels of service quality and reliability as those expected from a 
Public Switched Telephony Network (PSTN).  

Successful ALI 
Queries  

The sum of all ALI Queries less No Record Founds, Misroutes, MSAG 
Discrepancies, and ALI Discrepancies.  

Switched Virtual 
Circuit (SVC)  

A network connection initiated by signaling at a UNI, where the originator 
specifies the destination address.  

Symmetrical Digital 
Subscriber Line 
(SDSL)  

A technology that allows more data to be sent over existing copper telephone 
lines. It is called symmetric because it supports the same data rates for upstream 
and downstream traffic.  

Sync  Abbreviation for synchronized or synchronization.  

Synchronization  In the context of timing, synchronization means to bring clocks or data streams 
into phase so they agree with the PSAP master clock. (Ref. NENA 04-002)  

Synchronous Optical 
NETwork (SONET)  

High speed digital transport over fiber optic networks using synchronous 
protocol.  

System Network 
Architecture (SNA)  

IBM’s standard network architecture describing logical structure, formats, 
protocols and operational sequences for transmitting information between 
software and hardware devices.  

System Provider  (see Service Provider)  

T1  The T1 (or T-1) carrier is the most commonly used digital transmission service 
in the United States, Canada, and Japan. In these countries, it consists of 24 
separate channels using pulse code modulation (PCM) signals with time-division 
multiplexing (TDM) at an overall rate of 1.544 million bits per second (Mbps). 
T1 lines originally used copper wire but now also include optical and wireless 
media. A T1 Outstate System has been developed for longer distances between 
cities. It is common for an Internet access provider to be connected to the 
Internet as a point-of-presence (POP) on a T1 line owned by a major telephone 
network. Many businesses also use T1 lines to connect to an Internet access 
provider.  

Tag  A unique label that precedes the data for the data element associated with the 
tag.  

 



 
 

Term  Definition  
Tag Data  A method of identifying data elements of varying lengths within a data record.  

Tag Data Record  A record of varying length comprised of pre-defined tag labels and their 
associated data elements.    

Tandem Central Office 
(Tandem CO)  

(see Enhanced 9-1-1 Control Office)  

Target  The IP endpoint to which location is attributed.  

TDD/TTY Detector  Any device that automatically detects TDD/TTY tones and audibly and/or 
visually notifies the calltaker.  

Technical Advisory 
(TA)  

A document describing Telcordia’s preliminary view of proposed requirements 
for products, interfaces, technologies or services.  

Technical Assistance 
(TA)  

Technical Assistance document issued by the U.S. Department of Justice (US 
DOJ) to assist agencies in achieving compliance with regulations.  

Technical Information 
Document (TID)  

NENA White Paper.  

Technical Reference 
(TR)  

A Telcordia document that spells out detailed specification for product or service 
development.  

Technical 
Requirements 
Document (TRD)  

NENA Technical Requirements Document, developed by a Technical 
Committee, is used as basis for a NENA Technical Committee or outside 
Standards Development Organization (SDO) to develop formal industry 
accepted standards or guidelines.  

Telecommunication 
Technology Committee 
(TTC)  

A Japanese committee whose purpose is to contribute to standardization in the field 
of telecommunications by establishing protocols and standards for  
telecommunications networks and terminal equipment, etc as well as to disseminate 
those standards.  

Telecommunications 
Device for the Deaf 
(TDD)  

Also known as TTY. (see Teletypewriter (TTY))  

Telecommunications 
Industry Association 
(TIA)  

A lobbying and trade association, the result of the merger of the USTA (United 
States Telephone Association) and the EIA (Electronic Industries Association).   

Telecommunications 
Relay Service (TRS)  

A federally mandated service provided by states that provides communication 
relay between TTY users and voice telephone users, via a third party, for 
communications assistance.   

Telecommunications 
Service Provider (TSP)  

A business that provides voice or data transmission services.  These services are 
provided over a telecommunications network that transmits any combination of 
voice, video and/or data between users. A TSP could be, but is not limited to, a 
Local Exchange Carrier (LEC), a wireless telecommunications provider, a 
Commercial Mobile Radio Service provider, or a PBX service provider.  

 



 
 

Term  Definition  
Telecommunications 
Technology 
Association (TTA)  

Telecommunications Technology Association was founded as a voluntary 
standards body and has established a total of 450 standards in 
telecommunications fields. Its main aim is to enhance the Korean national 
infrastructure of telecommunication systems.  

Telecommunicator  As used in 9-1-1, a person who is trained and employed in public safety 
telecommunications.  The term applies to call takers, dispatchers, radio 
operators, data terminal operators or any combination of such functions in a 
PSAP.  

Telematics  The system of components that supports two-way communications with a motor 
vehicle for the collection or transmission of information and commands.  

Telephone Service 
Priority (TSP)  

A procedure used by a telephone company to establish priorities in deciding 
which lines and trunks to restore subsequent to an outage. Generally, the highest 
priority goes to federal law enforcement and military usage, with local 
emergency services (including 9-1-1) and medical facilities following.  
Established by the National Communications System Office.  

Teletypewriter (TTY)  Also know as TDD. A device capable of information interchange between 
compatible units using a dial up or private-line telephone network connections as 
the transmission medium.  ASCII or Baudot codes are used by these units. (per 
EIA PN-1663)  

Text Telephone  Another term for TDD/TTY  

Three-Way Calling  (see Conference Transfer)  

Time Code  A series of pulses or characters which represent a digit such as a 4. The location 
of a particular binary digit in the code defines its meaning, 4 hours, 4 minutes or 
4 seconds. (Ref. NENA 04-002)  

Time Difference of 
Arrival (TDOA)  

A terrestrial Location Determination Technology (LDT) that computes a 
transmitter’s location based upon the times a signal is received at multiple 
receivers.  

Time Division Duplex 
Mode (TDD)  

This is using TDM access to separate outward and return signals in which the 
bandwidth used can be variable based on the requirements of the data being 
transmitted.  

Time Division Multiple 
Access (TDMA)  

A digital radio interface utilized by some North American PCS carriers.  

Time Division 
Multiplexing (TDM)  

A digital multiplexing technique for combining a number of signals into a single 
transmission facility by interweaving pieces from each source into separate time 
slots.  

Time Sync Status 
Character  

A specific character location in the ASCII time code data stream which changes 
dependent on the lock or unlock status of the PSAP master clock to its source. 
(Ref. NENA 04-002)  

Token Ring  Local area network architecture originally developed by IBM. Later standardized 
by ISSS as 802.5. Transmission on the network is governed by the possession of 
a “token” or specific octet of data. A station may only transmit when it receives 
the token.  

 



 
 

Term  Definition  
Traceable UTC Source  Traceable sources of UTC time are available from various time services of the 

National Institute of Standards and Technology (NIST) and US Naval 
Observatory (USNO). These services include telephone dial-up, low and high 
frequency radio transmissions, and Global Positioning System (GPS). (Ref. 
NENA 04-002)  

Transaction 
Capabilities 
Application Port 
(TCAP)  

TCAP is an application protocol used to connect to an external data base, 
perform a query of the data base and retrieve information.  The information or 
data retrieved is then sent back in the form of a TCAP message to the signaling 
point that requested it. It may reside upon the SS7 protocol stack or TCP/IP 
stack.  

Transfer  A feature which allows the PSAP Telecommunicator to redirect a 9-1-1 call to 
another location.  

Transfer Key  A key which is programmed to dial a telephone number, a selective routing 
transfer code, or a speed dial code to accomplish the transfer of calls.  

Transient  A random disturbance of normal voltage with a very short time duration 
(<8.3ms) that occurs on the power source or data/signal/telecommunications 
conductors.  

Transient Voltage 
Surge Suppression 
(TVSS)  

Devices designed to protect critical PSAP equipment from transients induced on 
powering and data/signal/telecommunications conductors. (Ref. NENA 04-001)  

Transmission Control 
Protocol (TCP)  

A communications protocol linking different computer platforms across 
networks. TCP/IP functions at the 3rd and 4th levels of the open system 
integration model.  

Transmission Control 
Protocol/Internet 
Protocol (TCP/IP)  

A layered set of protocols used to connect dissimilar computers together.  The 
TCP part of this provides the transport service required by the application layer. 
The TCP layers in the two host computers that are sending data will 
communicate to each other to insure reliable data packet transport.  The IP part 
of this provides the service user to deliver the datagram to its destination.  This 
layer provides the routing through the network and the error messages should the 
datagram be undeliverable.  

Transport Control 
Protocol (TCP)  

The end to end reliability protocol that recognizes and corrects lower layer errors 
caused by connectionless networks.  

Trunk  Typically, a communication path between central office switches, or between the 
9-1-1 Control Office and the PSAP.  

Trunk Group  One or more trunks terminated at the same two points.  
Trunk Seizure  The point in time at which a 9-1-1 call is assigned to a trunk and 

acknowledgment is provided by the equipment at the distant end.  
 



 
 

Term  Definition  
TTY Protocol  TTY protocol refers to the use of unique abbreviations used to control the flow 

of conversation. The use of TTY protocols is critical to effective TTY 
communications.  

Unavailable Bit Rate 
(UBR)  

A service call where the bit rate available in the network is not guaranteed to the 
user. The network does not provide flow control handshaking with the user.  

Uncertainty  (See Confidence/Uncertainty)  

Underwriters 
Laboratories (UL)  

One of several United States nationally recognized testing laboratories (NRTL) 
whose testing specifications have been adopted as de facto industry standards.  

Uniform Resource 
Identifier (URI)  

A predictable formatting of text used to identify a resource on a network (usually 
the Internet) OR A string of characters that must follow prescribed syntaxes such 
as URL, URN… Note Version 1.1 of the XML namespaces recommendation 
uses IRIs (Internationalized Resource Identifiers) instead of URIs. However, 
because version 1.1 is not yet a full recommendation [February, 2003] and 
because the IRI RFC [11] is not yet complete, this document continues to refer 
to URIs instead of IRIs.  

Uniform Resource 
Locator (URL)  

A URL is a URI specifically used for describing and navigating to a resource 
(e.g. http://www.nena.org) 

Uninterruptible Power 
Supply (UPS)  

A backup system designed to provide continuous power in the event of a 
commercial power failure or fluctuation.  

Universal Coordinated 
Time (UTC)  

Also known as Zulu or GMT. Time provided by National Institute of Standards 
and Technology (NIST) and United States Naval Observatory (USNC).  

Universal Terrestrial 
Radio Access (UTRA)  

UTRA is a standard for 3G mobile communications services being specified by 
3GPP. The radio access components of UTRA are based on direct-spread 
wideband code-division multiple access (WCDMA) and hybrid time-division 
(TDCDMA) access methods that have been designed for 3G frequency 
efficiency, mobility, and QoS requirements.  

Unlock  The action required by a 9-1-1 Data Base Management System Provider, upon 
notification from a Donor Company, that makes the end user’s telephone 
number record available for the Recipient Company to replace the customer 
details and Company ID.  

User Agent (UA)  As defined for SIP in IETF RFC 3261[5], the User Agent represents an endpoint 
in the IP domain, a logical entity that can act as both a user agent client (UAC) 
that sends requests, and as user agent server (UAS) responding to requests.  

User Agent Client 
(UAC)  

Refer to IETF RFC 3261 for the following definition. “A user agent client is a 
logical entity that creates a new request, and then uses the client transaction state 
machinery to send it.  The role of UAC lasts only for the duration of that 
transaction. In other words, if a piece of software initiates a request, it acts as a 
UAC for the duration of that transaction. If it receives a request later, it assumes 
the role of a user agent server for the  processing of that transaction.”  

 

http://www/
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Term  Definition  
User Agent Server 
(UAS)  

Refer to IETF RFC 3261 for the following definition. “A user agent server is a 
logical entity that generates a response to a SIP request. The response accepts, 
rejects, or redirects the request. This role lasts only for the duration of that 
transaction. In other words, if a piece of software responds to a request, it acts as 
a UAS for the duration of that transaction. If it generates a request later, it 
assumes the role of a user agent client for the processing of that transaction.  

User Datagram 
Protocol (UDP)  

One of several core protocols commonly used on the Internet.  Used by 
programs on networked computers to send short messages, called datagrams, 
between one another.  UDP is a lightweight message protocol, compared to TCP, 
is stateless and more efficient at handling lots of short messages from many 
clients compared to other protocols like TCP.  Because UDP is widely used, and 
also since it has no guaranteed delivery mechanism built in, it is also referred to 
as Universal Datagram Protocol, and as Unreliable Datagram Protocol.  

V0 Interface  LIS to VoIP Endpoint.  The V0 interface is used to provide a means for a VoIP 
endpoint to receive information corresponding to a pre-determined location.  

V1 Interface  VoIP Endpoint to Call Server/Proxy. The V1 interface is between the VoIP 
Endpoint and the Call Server within the VSP’s network.  

V2 Interface  Call Server/Proxy to VPC. The V2 interface is used to request emergency call 
routing information when the Call Server/Routing Proxy/Redirect Server is a 
separate element from the VPC.  

V3 Interface  LIS to VPC (Optional). The V3 interface provides a means for the VPC to 
obtain the emergency caller’s location.  

V4 Interface  Call Server/Routing Proxy to ESGW. The V4 interface is used to forward the 
call to the appropriate ESGW.  

V5 Interface  Call Server to Redirect Server. The V5 interface is defined as a SIP interface 
to a Redirect Server so it supports a subset of the SIP specification.  

V6 Interface  Call Server to Routing Proxy. The V6 interface is defined as a SIP interface to 
a Routing Proxy.  

V7 Interface  Location Validation Interface. The V7 interface is used by the LIS provider to 
request validation of a given Civic Location as compared with the MSAG-based 
data stored in the VDB. The VSP may also use this interface, when acting on 
behalf of its customers in the function of location provider/verifier.  

V8 Interface  VPC to ERDB. The V8 interface supports queries from the VPC to the ERDB.  

V9 Interface  LIS/VPC to Root Discovery Operator. The V9 interface allows a VEP/LIS or 
VPC to discover the appropriate VDB/ERDB.  

Valid Emergency 
Services Authority 
(VESA)  

This organization is the root source of all certificates. It is responsible for 
identifying and issuing certificates either directly to end using entities or through 
delegate credential authorities. It is responsible for ensuring that any delegate 
credential authority that it identifies is properly qualified and operating with 
sufficient security and legitimacy to perform this role. Where VESA issues 
certificates directly to end users, it also has the responsibilities of a delegate 
credential authority in those cases.  



 

 
 

Term  Definition  
Valid XML instance 
document  

The instance document satisfies the structural, content type and constraints 
established by its associated schema (document definition).  

Validation Data Base 
(VDB)  

The VDB contains information that describes the current, valid civic address 
space defined by the Emergency Services Network Provider’s MSAG. 
Validation against this database ensures that the address is a real address (i.e., 
the address exists) but does not ensure that it is the location of the caller.  

Validation Data Base 
(VDB) Operator  

An operator that provides location information validation services to LIS 
operators and other users.  

Variable Bit Rate non-
real Time (VBRnrt)  

A service where the transmission rate varies over time incorporating the concept 
of bandwidth on demand.  

Variable Bit Rate real-
time (VBRrt)  

A service where the transmission rate varies over time incorporating the concept 
of bandwidth on demand.  

V-E2 Interface  VPC to ALI DB. The V-E2 interface uses the E2+ protocol as defined in NENA 
Standards 05-001[13], with modifications required for support of i2.  

Version 4 of the 
Internet Protocol  

The transmission of voice as packets of data, using the protocol originally 
developed for the Internet.  

VESA Certificate  This is the certification provided by a VESA that clearly identifies the end user 
is properly qualified and operating with sufficient security and legitimacy to 
perform its role. Presumably it can be used in a variety of situation including 
secure web based transactions and exchange of data from one point to another on 
the network. Generally, the process of checking certification occurs in the 
background and the end user receives either a pass or a fail.  

Virtual Circuit (VC)  A packet-based communications link between two devices that emulates a 
dedicated physical circuit.  

Virtual Circuit 
Identifier (VCI)  

Part of the addressing information used in an ATM frame that identifies a 
particular virtual path.  

Virtual Facility Group 
(VFG)  

One or more trunks terminated at the same two points and used internally within 
a switch. When referred to as E9-1-1VFG, it relates to the E9-1-1 Control Office 
switch. (From 03-007)  

Virtual LAN (VLAN)  A logical grouping of ports and endpoints such that all ports and endpoints in the 
VLAN appear to be on the same physical (or extended) LAN segment even 
though they may be geographically separated.  

Virtual Path Identifier 
(VPI)  

Part of the addressing information used in an ATM frame that identifies a 
particular virtual path.  

Virtual Private 
Network (VPN)  

A virtual private network (VPN) is a network that uses a public 
telecommunication infrastructure, such as the Internet, to provide remote offices 
or individual users with secure access to their organization’s network  

Voice Carry Over 
(VCO)  

A method which utilizes both voice and text communications on the same call, 
allowing a person who is hearing impaired to speak directly to the other party 
and receive response via a TTY or other means for text communications.   

 



 
 

Term  Definition  
Voice over 
Asynchronous 
Transfer Mode 
(VoATM)  

A technology that has its root in the development of broadband ISDN.  It 
integrates the multiplexing and switching functions and allows communications 
between devices  

Voice over Digital 
Subscriber Link 
(VoDSL)  

Enabling digital voice transmission identical to voice over internet protocol but 
using digital subscriber services as the transport.  

Voice over Frame 
Relay (VoFR)  

A high-speed communications technology used to connect voice applications.  It 
is a way of sending information over a wide area network (WAN) that divides 
the information into frames or packets. Each frame has a label that the network 
uses to decide the destination of the frame.  

Voice over Internet 
Protocol (VoIP) 
Positioning Center 
(VPC)  

The element that provides routing information to support the routing of VoIP 
emergency calls, and cooperates in delivering location information to the PSAP 
over the existing ALI DB infrastructure. The VPC supports access to the routing 
data in the ERDB.  

Voice over Internet 
Protocol (VoIP) 
Service Provider (VSP)  

Operates the network service and equipment that provides call processing for 
Voice over IP subscribers.  

Voice over Internet 
Protocol, Voice over IP 
(VoIP)  

Provides distinct packetized voice information in digital format using the 
Internet Protocol. The IP address assigned to the user’s telephone number may 
be static or dynamic.  

Voice over Packet 
(VoP)  

Packetized voice communication over a data network.  

Voice over the Internet  Transmit voice with varying consistency depending on overall traffic and 
engineering of the Internet circuits.  

Voice Service Provider 
(VSP)  

Operates the network equipment that provides call processing for Voice over 
Internet Protocol subscribers.  

VoIP Endpoint (VEP)  The endpoint IP Device that is used to originate an emergency call.  

VoIP Positioning 
Center (VPC)  

The VoIP Positioning Center (VPC) is the element that provides routing 
information to support the routing of VoIP emergency calls, and cooperates in 
delivering location information to the PSAP over the existing ALI DB 
infrastructure. The VPC supports access to the routing data in the ERDB.  

VPC Operator  Operates VPC network element(s).  

Web  World Wide Web or Internet.  
 



 
 

Term  Definition  
Web Service 
Description Language 
(WSDL)  

The Web Services Description Language (WSDL) is an XML-based language 
used to describe the services a business offers and to provide a way for 
individuals and other businesses to access those services electronically. WSDL 
is the cornerstone of the Universal Description, Discovery, and Integration 
(UDDI) initiative spearheaded by Microsoft, IBM, and ARIBA. UDDI is an 
XML-based registry for businesses worldwide, which enables businesses to list 
themselves and their services on the Internet. WSDL is the language used to do 
this. WSDL is derived from Microsoft’s Simple Object Access Protocol (SOAP) 
and IBM’s Network Accessible Service Specification Language (NASSL). 
WSDL replaces both NASSL and SOAP as the means of expressing business 
services in the UDDI registry.  

Well-formed XML 
instance document  

The instance document satisfies XML syntax rules  

Wide Area Network 
(WAN)  

Network using common carrier-provided lines that covers and extended 
geographical area.  

Wireless  Means any Commercial Mobile Radio Service (CMRS) that falls under the 
FCC’s Docket 94-102 requirement for wireless enhanced 9-1-1 service.  

Wireless Access Point 
(WAP)  

http://en.wikipedia.org/wiki/Wireless access point, provides the following 
definition: “In computer networking, a wireless access point (WAP or AP) is a 
device that connects wireless communication devices together to form a wireless 
network. The WAP usually connects to a wired network, and can relay data 
between wireless devices and wired devices. Several WAPs can link together to 
form a larger network that allows “roaming”. (In contrast, a network where the 
client devices manage themselves – without the need for any access points – 
becomes an ad-hoc network.) Wireless access points have IP addresses for 
configuration.” Refer also to http://www.ieee802.org/11/ 

Wireless Fidelity 
(WiFi)  

A common name for IEEE 802.11 wireless broadband access networks.  

Wireless Local Loop  A “local loop” is a telephone company’s distribution of PSTN connectivity to 
end users within a small (e.g., less than one square mile) geographic area.  When 
that connectivity is done via two-way radio transmission that is a “wireless local 
loop”.  

Wireless Network 
Controller (WNC)  

A wireless network controller manages a group of wireless access points in a 
wireless LAN. In this type of network the wireless network controller is able to 
control wireless access point hand-overs to improve the overall performance of 
the network.  

Wireless Phase I  Required by FCC Report and Order 96-264 pursuant to Notice of Proposed 
Rulemaking (NPRM) 94-102.  The delivery of a wireless 9-1-1 call with 
callback number and identification of the cell-tower from which the call 
originated. Call routing is usually determined by cell-sector.    
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Term  Definition  
Wireless Phase II  Required by FCC Report and Order 96-264 pursuant to Notice of Proposed 

Rulemaking (NPRM) 94-102.  The delivery of a wireless 9-1-1 call with Phase I 
requirements plus location of the caller within 125 meters 67% of the time and 
Selective Routing based upon those coordinates.  Subsequent FCC rulings have 
redefined the accuracy requirements.  

Wireless Service 
Provider (WSP)  

Cellular, satellite or other radio based telephony or data transport commercial 
entity.  

Wireless 
Telecommunications  

The family of Telecommunications services under the heading of Commercial 
Mobile Radio Service. Includes Cellular, Personal Communications Services 
(PCS), Mobile Satellite Services (MSS) and Enhanced Specialized Mobile Radio 
(ESMR).  

Withdrawn  Date and time stamp a request is cancelled by the originator.   
Worldwide 
Interoperability for 
Microwave Access 
(WiMAX)  

A brand name and a certification mark for IEEE 802.16 compliant products.  

World Wide Web 
(WWW)  

The public internet.  

eXtensible Markup 
Language (XML)  

An internet specification for web documents that enables tags to be used that 
provide functionality beyond that in Hyper Text Markup Language (HTML). Its 
reference is its ability to allow information of indeterminate length to be 
transmitted to a PSAP call taker or dispatcher versus the current restriction that 
requires information to fit the parameters of pre-defined fields.  

eXtensible Markup 
Language (XML) 
instance document  

 An XML document that conforms to a given schema, as a specific instance of 
that schema.  

eXtensible Markup 
Language (XML) 
Schema  

The formal document definition (structure, content type and constraints) 
describing a class of XML instance documents. There are various XML schema 
languages, but in this document, all schemas are assumed to be defined using the 
W3C XML Schema definition language [5].  

X,y  Shorthand expression for coordinates that identify a specific location in two 
dimensions representing latitude and longitude.  

X.25  Defined network layer protocol that is used in packet-data switching to establish, 
maintain, and clear virtual circuit connections between an ISDN terminal and a 
destination in the packet-switched network  
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